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What follows are analyses of all the "Identities" Bills
introduced thus far in the 97th Congress, other than H.R. 4

and 5. 391.
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H.R. 2589

INTRODUCED BY: Rep. Don Edwards (D., CA) on 18 March 1981
and referred to the HPSCI and the Judiciary
Committee.

PURPOSE: To prohibit certain disclosures relating to intel-
ligence personnel.

SPECIAL NOTE: Mr. Edwards is the Chairman of the House
Judiciary Subcommittee on Civil and Con-
stitutional Rights, the same Subcommittee
which, in the 96th Congress, reported an
"Identities" bill, which we strongly opposed,
to the full Judiciary Committee where it
was ultimately defeated by a vote of 21-8.

TITLE: "Intelligence Identities Protection Act"
APPROACH:
(i) Would amend U.S. Criminal Code, title 18;

(ii) Covers two categories of potential defendants,

. viz., those who have or have had access to classified
information that actually identifies a covert agent and
those who, as a result of having authorized access to
classified information, learn the identity of a covert
agent and disclose the identity;

(iii) Mr. Edwards' Bill does not cover individuals who
have not had access to identities or classified information;

(iv) For criminal penalties to attach against those who
have or have had access to classified information the dis-
closure must have been intentionally made and made with the
knowledge that disclosure does identify the covert agent
named and that at the time of the disclosure the U.S. is
taking affirmative measures to conceal such covert agent's
intelligence relationship. The penalty set for this criminal

act is $50,000 or imprisonment of not more than ten years,
or both;

(v) The evidentiary standards for prosecution of the
second category of defendant are the same as described
immediately above; the penalty is reduced to $25,000 or
imprisonment of not more than five years, or both;
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(vi) The Bill provides a defense to prosecution if the
U.S. has publicly acknowledged or revealed the protected
intelligence relationship;

(vii) The Bill precludes prosecution for conspiracy
unless it can be shown that the co-conspirator "acted in
the course of an effort to identify and expose covert
agents with the intent to impair or impede the foreign
intelligence activities of the U.S.";

(viii) The Bill precludes prosecution for disclosures
to the Intelligence Oversight Committees of the Congress;

(ix) The Bill precludes prosecution for disclosures
by an individual who "solely" identifies himself;

(x) Contains the same "cover" provisions found in
H.R. 4 and S. 391;

(xi) The Bill, by definition, excludes protection of
FBI foreign counterintelligence and foreign counterterrorism
covert informants or agents.
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H.R. 2073

INTRODUCED BY: Rep. C.W. Bill Young (R., FL) on 24 January
1981 and jointly referred to the HPSCI and
the Judiciary Committee.

PURPOSE: To provide for the personal safety of persons engaged
in furthering the foreign intelligence operations of
the United States.

APPROACH:

(i) would amend the U.S. Criminal Code, title 18,
section 793;

(ii) Establishes two categories of potential defendants
and criminal acts:

-— A strict liability provision which would
criminalize the willful disclosure of identifying
information (or information tending to identify) by
anyone who is or has been in authorized possession
or control of such information; and,

~— The willful unauthorized disclosure of such
information by anyone evincing:

(a) a specific intent to disclose a
protected affiliation or relationship;

(b) "knowing or having reason to believe
that such disclosure may prejudice the safety
or well-being of the identified individual."

(iii) Establishes a penalty of a fine of $10,000 or
imprisonment of not more than ten years, or both;

(iv) Has a corollary penalty of $100,000 or imprisonment

of twenty years or both, "if the individual identified is
physically harmed or killed as a result of the disclosure."
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H.R. 1659

INTRODUCED BY: Rep. Eldon Rudd (R., AZ) on 4 February 1981
and referred to the HPSCI, the Post Office
and Civil Service as well as the Veterans'
Affairs Committees. |

PURPOSE: To enhance U.S. intelligence collecting capabilities
by prohibiting the unauthorized disclosure of infor-
mation concerning individuals engaged or assisting
in foreign intelligence or counterintelligence
activities.

TITLE: "Intelligence Agents Protection Act"
APPROACH:

(i) Lumps all three potential defendants (present or
former officers or employees; those having or having had
lawful access to identifying information; and, everyone
else) into one provision and creates a strict liability
offense for the knowing and willful unauthorized disclosure
of identifying information;

(ii) Penalty is a fine of $100,000 or imprisonment for
not more than twenty years, or both;

(iii) Also contains a strict liability "false identifi-
cation" provision punishable by a fine of $50,000 or
imprisonment of not more than ten years, or both;

(iv) Would provide injunctive relief upon an in camera
showing that the foreseen act would be criminal under the
statute (Note: absence of damage standard and irreparable
harm as found in H.R. 133);

(v) Specifically excludes from prosecution disclosure
of information -- "upon lawful demand"-- to the Congress;

(vi) Contains provisions directing forfeiture of
annuities, retirement pay and veterans' benefits upon
conviction of an offense under the statute. Suspension
of these benefits commences upon indictment. Such bene-
fits shall be reinstated only upon Presidential pardon.
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H.R. 1218

INTRODUCED BY: Rep. Charles wilson (D., TX) on 22 January

1981 and referred to HPSCI.

THIS BILL IS IDENTICAL TO H.R. 387
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. H.R. 133

INTRODUCED BY: Rep. Charles E. Bennett (D., FL) on 5 January
1981 and referred to the HPSCI and the Judi-
ciary Committee.

| PURPOSE: To prohibit the unauthorized disclosure of information
concerning individuals engaged or assisting in foreign
intelligence or counterintelligence activities.

TITLE: "Intelligence Officer Identity Protection Act of 1981"
APPROACH:
(i) would amend U.S. Criminal Code, title 18;

| (ii) Similar to approach taken in H.R. 4 and S. 391 in that

| Mr. Bennett's Bill does not limit prosecution to individuals
having or having had access to classified or other identifying
information, but would also render criminal the unauthorized
disclosure of the protected information by "anyone" who makes
the unauthorized disclosure;

‘ (iii) Three categories of potential defendant:

-— Strict criminal liability for the knowing
unauthorized disclosure of identifying information
by anyone who is or has been an officer or employee
of the U.S. or member of the U.S. uniformed services;

-— Strict criminal liability for the knowing
unauthorized disclosure of identifying information
by anyone who has or has had lawful access to such
identifying information;

-- Criminal liability for the knowing unauthorized
disclosure of identifying information by anyone, where
damage to U.S. foreign intelligence or foreign counter-
intelligence efforts or prejudice to the safety or well-
being of the individual identified can be demonstrated;

(iv) Penalty for all three categories is same: imprison-
ment of not more than ten years or $100,000 fine, or both;
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(v) Also contains "false identification" provision; must
show prejudice to the Government safety or well-being of the
falsely identified individual or damage (adverse affect) to
the foreign affairs functions of the U.S.;

(vi) Penalty for false identification is imprisonment for
not more than five years or $50,000 fine, or both;

(vii) Would provide injunctive relief upon an in camera
showing that jeopardy to the safety or well-being of a U.S.
individual would result from the disclosure or that U.S.
foreign intelligence or counterintelligence activities or
the foreign affairs functions of the U.S. would be irreparably
damaged;

(viii) Recipient of unauthorized disclosure would not be
subject to prosecution as an accomplice or for conspiracy.
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H.R. 387

INTRODUCED BY: Rep. Stephen L. Neal (D., NC) on 3 January 1981
and referred to HPSCI.

PURPOSE: To protect the confidentiality of the identities
of certain employees of the CIA.

APPROACH:

(i) Would limit prosecution to individuals who have or have
had authorized access to identifying information;

(ii) would cover unauthorized disclosures of "former" Agency
employees or agents;

(iii) Would establish strict liability for willful unauthor-
ized disclosures;

(iv) Penalty: fine of $10,000, or imprisonment of not more
than ten years, or both;

(v) Bars to Prosecution - Communication of Protected Infor-
mation to:

-—- Committees of Congress having oversight jurisdic-
tion over intelligence activities;

-- Judicial Branch via court order;

-- Any Federal law enforcement officer but only upon
order of the Attorney General;

(iv) Recipient of unauthorized disclosures would not be
subject to prosecution as an accomplice or for conspiracy.
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97111 CONGRESS
18T SESSION 2 89

To amend title 18 of the United States Code to prohibit certain disclosures

relating to intelligence personnel.
#

IN THE HOUSE OF REPRESENTATIVES

MarcH 18, 1981

Mr. Epwarps of California introduced the following bill; which was referred
jointly to the Committee on the Judiciary and the Permanent Select Com-
mittee on Intelligence

® A BILL

To amend title 18 of the United States Code to prohibit certain

disclosures relating to intelligence personnel.

1 Be it enacted by the Senate and House of Representa-

[N}

tives of the United States of America in Congress assembled,

[N}

That this Act may be cited as the “Intelligence Identities
Protection Act’”.
Sec. 2. Chapter 37 of title 18, United States Code, 1s

amended by adding at the end thereof the following new

SO SRS BT

section:
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15

16

2

“8§800. Disclosure of identity of intelligence personnel and
related offenses

“(a)(1) Whoever, having or having had authorized
access to classified information that identifies a covert agent,
intentionally discloses any information identifying such covert
agent to any individual not authorized to receive classified
information, knowing that the information disclosed so identi-
fies such covert agent and that the United States is taking
affirmative measures to conceal such covert agent’s intelli-
gence relationship to the United States, shall be fined not
more than $50,000 or imprisoned not more than ten years, or
both.

“(2) Whoever, as a result of having authorized access to
classified information, learns the identity of a covert agent
and intentionally discloses any information identifying such
covert agent to any individual not authorized to receive clas-
sified information, knowing that the information disclosed so
identifies such covert agent and that the United States is
taking affirmative measures to conceal such covert agent’s
mtelligence relationship to the United States, shall he fined
not more than $25,000 or imprisoned uot more than five
vears, or hoth.

Y1)t s a defense to a prosecution undes subsection
@) of this section that hefore the commission of the offenee
with which the defendant is charged, the United States had

publicly acknowledged or revealed the intelligence relation-

HURL 2584—ih

Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7



Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7

3

p—t

ship to the United States of the individual the disclosure of
whose intelligence relationship to the United States is the
basis for the prosecution.

“(2)(A) Subject to subparagraph (B) of this paragraph,
no person other than a person committing an offense under
subsection (a) of this section shall be subject to prosecution
under such section by virtue of section 2 or 4 of this title or

shall be subject to prosecution for conspiracy to commit an

W W =1 o Ut = W D

offense under such section.

—t
<

“(B) Subparagraph (A) of this paragraph shall not apply

—
[y

in the case of a person who acted in the course of an effort to

—_
[N}

identify and expose covert agents with the intent to impair or

[y
o

impede the foreign intelligence activities of the United

[—y
S

States.

—t
4

“(8) It shall not be an offense under subsection (a) of

—_
lop

this section to transmit information described in such section

—
-3

directly to the Select Committee on Intelligence of the

—_
0 o]

Senate or to the Permanent Select Committee on Intelli-

[un—y
©

gence of the House of Representatives.

[\
(-

“(4) It shall not be an offense under subsection (a) of

[\
k.

this section for an individual to disclose information which

[\
[\

solely identifies such individual as a covert agent.

[\
w0

“(c)(1) The President shall establish procedures to

)
g

ensure that any individual who is an officer or employee of an

[\
Ot

intelligence agency, or a member of the Armed Forces as-

H.R. 2589—ih
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signed to duty with an intelligence agency, whose identity as
such an officer, employee, or member is classified information
and which the United States takes affirmative measures to
conceal, is afforded all appropriate assistance to ensure that
the identity of such individual as such an officer, employee,
or member is effectively concealed. Such procedures shall
provide that any department or agency de;signated by the
President for the purposes of this section shall provide such
assistance as may be determined by the President to be nec-
essary in order to establish and effectively maintain the se-
crecy of the identity of such individual as such an officer,
employee, or member.

“(2) Procedures established by the President pursuant
to paragraph (1) of this subsection shall be exempt from any
requirement for publication or disclosure.

“(d) There is United States Federal jurisdiction over an
offense under subsection (a) of this section committed outside
the United States if the individual committing the offense is a
citizen of the United States or an alien lawfully admitted to
the United States for permanent residence (as defined in sec-
tion 101(a)(20) of the Immigration and Nationality Act).

“(e) Nothing in this section shall be construed as author-
ity to withhold information from Congress or from a commit-
tee of either House of Congress.

“(f) For the purposes of this section—

H.R. 2589—ih
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Ju—y

““(1) the term ‘classified information’ means infor-
mation or material designated and clearly marked or
clearly represented, pursuant to the provisions of a
statute or Executive order (or a regulation or order
issued pursuant to a statute or Executive order), as re-
quiring a specific degree of protection against unau-
thorized disclosure for reasons of national security;

“(2) the term ‘authorized’, when used with re-

W W ~1 o Ot o= W DN

spect to access to classified information, means having

ek
-

authority, right, or permission pursuant to the provi-

k.
jun—y

sions of a statute, Executive order, directive of the

—t
[\

head of any department or agency engaged in foreign

[un—y
o

intelligence or counterintelligence activities, order of a

[y
o

United States court, or provisions of any Rule of the

[Uory
)

House of Representatives or resolution of the Senate

[y
[op]

which assigns responsibility within the respective

[a—y
]

House of Congress for the oversight of intelligence

[o—y
o

activities;

[u—y
e}

“(8) the term ‘disclose’ means to communicate,

[\
<

provide, impart, transmit, transfer, convey, publish, or

[\)
ot

otherwise make available;

[\]
[\]

“(4) the term ‘covert agent’ means—

[\
(V]

“(A) an officer or employee of an intelligence

[\
NG

agency, or a member of the Armed Forces as-

DO
Ot

signed to duty with an intelligence agency—

H.R. 2589—ih
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1 “(1) whose identity as such an officer,
2 employee, or member is classified informa-
3 tion, and

4 “(i)) who is serving outside the United
5 States or has within the last five years
6 served outside the United States;

7 “B) a United States citizen whose intelli-
8 gence relationship to the United States is classi-
9 fied information and who resides and acts outside
10 the United States as an agent of, or informant or
11 source of operational assistance to, an intelligence
12 agency; or
13 “(C) an individual, other than a United '
14 States citizen, whose past or present intelligence
15 relationship to the United States is classified and
16 who is a present or former agent of, or a present
17 or former informant or source of operational as-
18 sistance to, an intelligence agency;

19 “(5) the term ‘intelligence agency’ means the
20 Central Intelligence Agency or the foreign intelligence
21 components of the Department of Defense;
22 “(6) the term ‘informant’ means any individual
23 who furnishes information to an intelligence agency in
24 the course of a confidential relationship protecting the
25 identity of such individual from public disclosure; ‘

H.R. 2589—ih

Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7




Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7

7

“(7) the terms ‘officer’ and ‘employee’ have the
meanings given such terms by sections 2104 and 2105,
respectively, of title 5;

“(8) the term ‘Armed Forces’ means the Army,
Navy, Air Force, Marine Corps, and Coast Guard; and

“(9) the term ‘United States’, when used in a ge-
ographic sense, means all areas under the territorial
sovereignty of the United States and the Trust Terri-
tory of the Pacific Islands.”.

SEc. 3. The table of sections for chapter 37 of title 18,

United States Code, is amended by adding at the end the

following new item:

““800. Disclosure of identity of intelligence personnel and related offenses.”.

O
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97tH CONGRESS
w2 H, R. 2073

To amend title 18, United States Code, to provide for the personal safety of
persons engaged in furthering the foreign intelligence operations of the
United States.

IN THE HOUSE OF REPRESENTATIVES

FEBRUARY 24, 1981

Mr. Youne of Florida introduced the following bill; which was referred jointly to
the Committees on the Judiciary and Permanent Select Committee on
Intelligence

A BILL

To amend title 18, United States Code, to provide for the
personal safety of persons engaged in furthering the foreign
intelligence operations of the United States.

Be 1t enacted by the Senate and House of Representa-
twes of the United States of America in Congress assembled,
That section 793 of title 18, United States Code, is amended
by adding at the end thereof the following subsection:

“(h) Whoever—

“(1) being or having been in authorized possession

1 O Ot B W N

or control of information identifying or tending to iden-
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2
tify any individual or entity as being or having been
associated with or engaged in the foreign intelligenee
operations of the United States, which information has
been specifically designated as requiring a specific
degree of protection pursuant to the provisions of a
statute or Executive order, willfully discloses sueh n-
formation to any person not authorized to receive it or
to the public; or
“(2) not being duly authorized by or pursuant to
law to do so, willfully imparts or communicates to any
person or makes public any information identifying or
tending to identify any individual as one who at any
time has been or is presently engaged in furthering for-
eign intelligence operations on behalf of the United
States, with the intent to disclose an affiliation or rela-
tionship of such individual with such foreign ntelli-
gence operations, knowing or having reason to believe
that such disclosure may prejudice the safety or well-
being of the individual identified,
shall be fined not more than $10,000 or imprisoncd not more

than ten years, or both, except that if the wdividusal identified

15 physically harmed or killed as a result of the disclosure, the
person commitiing the offense shall he Uined nof smoye *has
$100,000 or imprisoned not more than tvout oarg, o
both.

.
£ 3
S

H.R. 2073-—ih
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97tTH CONGRESS
2252 H, R. 1659

To enhance United States intelligence collecting capabilities by prohibiting the
unauthorized disclosure of information concerning individuals engaged or

assisting in foreign intelligence or counterintelligence activities, and for other
purposes.

IN THE HOUSE OF REPRESENTATIVES

FEBRUARY 4, 1981 h

Mr. Rupp introduced the following bill; which was referred jointly to the Select
Committee on Intelligence, the Committees on Post Office and Civil Service,

. and Veterans’ Affairs

A BILL

To enhance United States intelligence collecting capabilities by
prohibiting the unauthorized disclosure of information con-

cerning individuals engaged or assisting in foreign intel-

ligence or counterintelligence activities, and for other
purposes.

1 Be 1t enacted by the Senate and House of Representa-
twes of the United States of America in Congress assembled,

SECTION 1. This Act may be cited as the “Intelligence

N - I

Agents Protection Act of 1981,

- -RDP83M00210R000300060010-7
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UNAUTHORIZED DISCLOSURE OF INFORMATION CONCERN-
ING INDIVIDUALS ENGAGED OR ASSISTING IN FOR-
EIGN INTELLIGENCE OR COUNTERINTELLIGENCE AC-
TIVITIES
Sec. 2. (a) Whoever knowingly and willingly discloses

to an unauthorized party information i&entifying an individual

engaged in foreign intelligence or counterintelligence activi-

ties for the United States Government, whose association

© W 1 s Ut W N

with a department or agency of the United States engaged in

—t
S

foreign intelligence or counterintelligence activities is classi-

p—t
[

fied and has not been publicly acknowledged by the United

ju—y
[\

States, shall be fined not more than $100,000 or imprisoned

.
w0

for not more than twenty years, or hoth.

pred.
N

(b) Whoever falsely asserts, publishes, or otherwise claims

p—t
O

that an individual is engaged in foreign intelligence or coun-

—
[op)

terintelligence activities for the United States Government

fun—y
3

shall be fined not more than $50,000 or imprisoned for not

[am—y
o0

more than ten vears, or both.

ok
Nej

(c) Whenever, in the judgement of the head of a depart-
20 ment or agency engaged in foreign intelligence or counterin-

¥
1
i

21 telligence activities for the United States Government, a

22 person is about to engage m conduet that would constitute a

)8 S I . N N Ft0 T S N I NN P e A,
23 viclation of subsestion ) of this section, the Attorey Uoner-
DX vy ] A1 TTovten, d i e, Fatl ciyalon asvmliomtim ¢
24 al, on behalf of the Usited Siates, shall make application to
[5e . el R S TSt ol a . A N

23 an appropriate Lavted Siatee distriet conrt for an order one
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joining such conduct. Upon a showing that such action would

constitute a violation of this section, a permanent or tempo-
rary injunction, restraining order, or other order shall be
granted. Any proceeding conducted by a court under this
subsection for the purpose of determining whether any infor-
mation constitutes the type of information described in sub-
section (a) of this section shall be held in camera.

(d) As used in subsection (a) of this section, the term—

(1) ““discloses” means to communicate, furnish,
provide, impart, convey, transfer, publish, or otherwise
make available to any person;

(2) “unauthorized party’’ means person, organiza-
tion, or any other entity not given the authority, right,
permission, or opportunity to know, receive, possess,
or control pursuant to the provisions of a statute, HEx-
ecutive order, directive of the head of any department
or agency engaged in foreign intelligence or counterin-
telligence activities, order of a judge of any United
States district court, or United States Senate or House
of Representatives resolution which assigns primary re-
sponsibility for oversight of intelligence activities;

(3) “classified” means designated pursuant to the
provisions of a statute or Executive order or rule or

regulation issued pursuant thereto as information re-
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1 quiring protection against unauthorized disclosure for ‘
2 reasons of national security; and

3 (4) “association with”” means having a present or
4 former employment, contractual, or other cooperative
5 relationship.

6 (e) Nothing in this section shall prohibit the furnishing,
7 upon lawful demand, of information to any regularly consti-
8 tuted committee of the Senate or House of Representatives
9 of the United States of America, or joint committee thereof.
10 FORFEITURE OF ANNUITIES, RETIRED PAY, AND
11 VETERANS' BENEFITS
12 SEc. 3. (a) Upon conviction of an offense under section
13 2 of this Act, from and after the date of commission of such .
14 offense—
15 (1) an individual, or his survivor or beneficiary,
16 may not be paid annuity or retired pay on the basis of
17 the service of the individual to the United States which
18 is creditable toward the annuity or retired pay of the
19 individual under title 5 of the United States Code; and
20 (2) an individual shall have no right to gratuitous
21 benefits (including the right to burial in a national
22 cemetery) under laws administered by the Veterans’
23 Administration based on periods of military, naval, or
24 air service commencing before the date of the commis-
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sion of such offense and no other person shall be enti-

tled to such benefits on account of such individual.

(b) After receipt of notice of the return of an indictment
under section 2 of this Act, the Office of Personnel Manage-

ment and the Veterans’ Administration shall suspend pay-

ment of annuity and retired pay and veterans benefits pend-

ing disposition of the criminal proceedings. If an individual
whose right to such payments has been terminated pursuant
to this section is granted a pardon of the offense by the Presi-
dent of the United States, the right to such payments shall be
restored as of the date of such pardon.

(c) The Attorney General shall notify the Director of the
Office of Personnel Management and the Administrator of the
Veterans’ Administration on each case in which an individual
is indicted of an offense under section 2 of this Act, and the

disposition of such criminal proceedings.

O
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97tH CONGRERSS
18T SESSION ° ° 1 2 1 8

To protect the confidentiality of the identities of certain employees of the Central
Intelligence Agency.

IN THE HOUSE OF REPRESENTATIVES

JANUARY 22, 1981

Mr. WiLsoN introduced the following bill; which was referred to the Permanent N,
Select Committee on Intelligence S

A BILL

To protect the confidentiality of the identities of certain
employees of the Central Intelligence Agency.

Juumd,

Be it enacted by the Senate and House of Representa-
tives of the United States of America in Congress assembled,
That (a) whoever, being or having been in authorized posses-
sion or control of any information which identifies or which

can lead to the identification of any individual or entity as

being or having been an employee or agent of, or having been
associated with, the Central Intelligence Agency and such

information has been specifically designated by an Executive

W w S O Ot W D

order of the President as requiring a specific degree of pro-
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tection, willfully discloses such information to any person not

authorized to receive such information shall be fined not more

than

$10,000 or imprisoned not more than ten years, or both.

(b) Prosecution under subsection (a) shall be barred if

any information described in subsection (a) is communicated

to—

H.R.

(1) a regularly constituted committee or subcom-
mittee of the Senate or the House of Representatives,
or any joint committee of the Congress, which has
oversight jurisdiction of intelligence activities of the
United States,

(2) a judge of any United States district court
pursuant to an order of such court issued upon a show-
ing that production of such information is reasonably
needed for any judicial proceeding, and

(3) any Federal law enforcement officer, if appli-
cation is made by the Attorney General of the United
States, or any Assistant Attorney General specifically
designated by the Attorney General, to the judge of
any United States district court and such judge (A)
makes a finding that the disclosure of any information
described in the first section is essential to the investi-
gation of a possible crime, and (B) issues an order
authorizing the disclosure of such information to such

law enforcement officer.

1218—ih
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SEc. 2. As used in this Act, the term ‘‘authorized”

oy

means the authority to have access to, to receive, to possess,
or to control information as a result of the provisions of a
Federal statute or an Executive order of the President.

SEc. 3. A person not authorized to receive information

described in the first section of this Act shall not be subject to

prosecution as an accomplice within the meaning of section 2

or 3 of title 18, United States Code, or to prosecution for

®© o 1 & Ot B W N

conspiracy to commit an offense described in the first section

of this Act.
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w29 H,R. 133

To amend title 18, United States’Code, to prohibit the unauthorized disclosure of
information concerning individuals engaged or assisting in foreign intelligence
or counterintelligence activities, and for other purposes.

IN THE HOUSE OF REPRESENTATIVES

JANUARY 5, 1981

Mr. BENNETT introduced the following bill; which was referred jointly to the
Committees on the Judiciary and Permanent Select Committee on Intelligence

A BILL

To amend title 18, United States Code, to prohibit the unau-
thorized disclosure of information concerning individuals en-
gaged or assisting in foreign intelligence or counterintelli-

gence activities, and for other purposes.

1 . Be it enacted by the Senate and House of Representa- ¢
twes of the United States of America in Congress assembled,
That this Act may be cited as the “Intelligence Officer Iden-
tity Protection Act of 1981”.
Sec. 2. Chapter 37 of title 18, United States Code, is

amended by adding at the end thereof the following new

-1 & Ot s~ W

section:
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«§800. Unauthorized disclosure of information con-
cerning individuals engaged or assisting in
foreign intelligence or counterintelligence
activities

“(a) Whoever, being or having been an officer or em-
ployee of the United States or member of the uniformed serv-
ices of the United States, knowingly discloses information
identifying any individual as associated with a department or
agency of the United States engaged in foreign intelligence
or counterintelligence activities, which association is classi-
fied and has not been publicly acknowledged by the United
States, to anyone not authorized to receive it, shall be im-
prisoned for not more than ten years or fined not more than
$100,000, or both.

““(b) Whoever, having or having had lawful access to
information identifying individuals as associated with a de-
partment or agency of the United States engaged in foreign
intelligence or counterintelligence activities, knowingly dis-
closes information concerning any such association which is
classified and has not been publicly acknowledged by the
United States, to anyone not authorized to receive it, shall be
imprisoned for not more t};an ten years or fined not more
than $100,000, or both.

“(c) Whoever knowingly discloses information identify-
ing any individual as associated with a department or agency

of the United States engaged in foreign intelligence or coun-

H.R. 133—ih
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terintelligence activities, which association is classified and
has not been publicly acknowledged by the United States, to
anyone not authorized to receive it, where such disclosure
prejudices the safety or well-being of the individual identified,
or damages the foreign intelligence or counterintelligence ef-
forts of the United States, shall be imprisoned for not more
than ten years or fined not more than $100,000, or both.

“(d) Whoever falsely asserts, publishes, or otherwise

© Qo - S T > W [\V)

claims that any individual is an officer or employee of a de-

p—t
o

partment or agency of the United States engaged in foreign

[y
[y

intelligence or counterintelligence activities, where such as-

[y
[\

sertion, publication, or claim prejudices the safety or well-

—
(V]

being of any officer, employee, or citizen of the United States

or adversely affects the foreign affairs functions of the United

— =
(O I

States, shall be imprisoned for not more than five years or

[y
(op}

fined not more than $50,000, or both.

—
-3

“(e) Whenever, in the judgment of the head of any de-

Pt
(00)

partment or agency engaged in foreign intelligence or coun-

—
©

terintelligence activities, any person is about to engage in

[\
o

conduct that would constitute a violation of this Act, the At-

[\
jun—y

torney General, on behalf of the United States, may make

[N
[\

application to an appropriate United States district court for

1\
w

an order enjoining such conduct. Upon a showing that the

[\
A~

safety or well-being of any officer, employee, or citizen of the

[\
(924

United States would likely be jeopardized or that irreparable

H.R. 133—ih
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damage to United States foreign intelligence or counterintel-
ligence activities or foreign affairs functions would be likely
to result if such conduct is carried out, a permanent or tem-

porary injunction, restraining order, or other order may be

granted. Any proceeding conducted by a court under this

subsection for the purpose of determining whether any infor-
mation constitutes the type of information described in this
Act shall be held in camera.

“(f) No person other than a person described in subsec-
tions (a) and (b) of this Act shall be subject to prosecution as
an accomplice or accessory within the meaning of section 2
or 3 of title 18, United States Code, to the offenses pro-
scribed by subsections (a) and (b) or to prosecution for con-
spiracy to commit such offenses.

“(g) As used in this Act:

“(1) ‘Authorized’ meaﬁs determined to have au-
thority, right, or permission pursuant to the provisions
of statute, Executive order, directive of the head of
any department or agency engaged in foreign intelli-
gence or counterintelligence activities, order of a judge
of any United States district court, or United States
Senate or House of Representatives resolution which
assigns primary responsibility for the oversight of intel-

ligence activities.

H.R. 133—ih
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“(2) ‘Discloses’ means to communicate, provide,
impart, transmit, transfer, convey, publish, or other-
wise make available to any person.

“(3) ‘Associated with’ means having a present or
former employment, contractual, or other cooperative
relationship.

“(4) ‘Lawful access’” means the opportunity to

know, receive, possess, or control pursuant to the pro-

®© 00 a9 & Ot B~ W

visions of a statute, Executive order, directive of the

—t
-

head of any department or agency engaged in foreign

p—
[a—

intelligence or counterintelligence activities, order of a

—
[N}

judge of any United States district court, or United

—t
w

States Senate or House of Representatives resolution

—t
S

which assigns primary responsibility for oversight of in-

—
) §

telligence activities.

—t
(o2}

“(5) ‘Classified’ means designated and -clearly

[y
3

marked or represented pursuant to the provisions of a

—
(08}

statute or Executive order or rule or regulation issued

—
Ne)

pursuant thereto as information requiring protection

[\
(o

against unauthorized disclosure for reasons of national

[\
[y

security.

[\
[\G}

“(6) The words ‘officer,” ‘employee,” and ‘uni-

DO
Lo

formed services’ shall have the same meaning as in

[\)
i~

title V United States Code, sections 2104, 2105, and

[\
(%)

2101, respectively.”.

H.R. 133—ih
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To protect the confidentiality of the identities of certain employees of the Central
Intelligence Agency.

IN THE HOUSE OF REPRESENTATIVES

JANUARY 3, 1981

Mr. NEAL introduced the following bill; which was referred to the Permanent
Select Committee on Intelligence

A BILL

To protect the confidentiality of the identities of certain
employees of the Central Intelligence Agency.

[uy

Be it enacted by the Senate and House of Representa-
tives of the United Siates of America in Congress assembled,
That (a) whoever, being or having been in authorized posses-
sion or control of any information which identifies or which
can lead to the identification of any individual or entity as
being or having been an employee or agent of, or having been
associated with, the Central Intelligence Agency and such

information has been specifically designated by an Executive

®© O ~a o Ot s~ W N

order of the President as requiring a specific degree of pro-
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tection, willfully discloses such information to any person not

authorized to receive such information shall be fined not more

than

$10,000 or imprisoned not more than ten years, or both.

(b) Prosecution under subsection (a) shall be barred if

any information described in subsection (a) is communicated

to—

(1) a regularly constituted committee or subcom-
mittee of the Senate or the House of Representatives,
or any joint committee of the Congress, which has
oversight jurisdiction of intelligence activities of the
United States.

(2) a judge of any United States district court
pursuant to an order of such court issued upon a show-
ing that production of such information is reasonably
needed for any judicial proceeding, and

(3) any Federal law enforcement officer, if appli-
cation is made by the Attorney (Geuneral of the United
States, or any Assistant Attorney Censral specifically
designated by the Attorney General, to the judge of
any United States district court and such judge (A

makes a finding that the discloswre of any mformation
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gation of & pOSSIRie orime, am

authorizing the disclosure of such in

law enforcement officer.

HLR. 367-ik

Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7




Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7

3

Sge. 2. As used in this Act, the term “authorized”’

means the authority to have access to, to receive, to possess,

or to control ‘information as a result of the provisions of a

Federal statute or an Executive order of the President.

SEc. 3. A person not authorized to receive information
described in the first section of this Act shall not be subject to
prosecution as an accomplice within the meaning of section 2
or 8 of title 18. United States Code, or to prosecution for
conspiracy to commit an offense described in the first section
of this Act.

@)
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Calendar No. I?EZO 9

‘ 96t ConarEss }_ SENATE {

2d Session No. 96-898

,-}

INTELLIGENCE IDENTITIES PROTECTION ACT

... Aveusr 13; 1960.—Ordered to be printed.. ‘
Filed under autherity of the order.of the Senate of August 6, legislative day
"~ June 12, 1980

Mr. Craree (for Mr. BAYH) , for the Select Committee on Inteliigence,
submitted the following

REPORT
together with
. ADDITIONAL VIEWS

[To accompany 8. 2218]

The Select Committee on Intelligence, to which was referred the bill
(S. 2216) to improve the intelligence system of the United States, and
for other purposes, having considered the same, reports favorably
thereon with amendments and recommends that the bill, as armended,

do pass,
Pmu'osg

The purpose of S. 2216, as reported, is to strengthen the intelligence
-capabilities of the United States by prohibiting the unauthorized dis-
closure of information identifying certain United States intelligence
officers, agents and sources of information and operational assistance,
and by directing the President to establish procedures to protect the
secrecy of these intelligence relationships. .

AMENDMENTS

Strike all after the enactirtg clause and insert in lien thereof the
following: :

That this Act may be cited as the “'Intelligence Idéntities Prbtection Act of 1980”.

8e0. 2 (a) The National Security Act of 107 is amended by adding at the
€nd thecreof the following new title: . -

59-010 O
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TITLE V—PROTECTION OF CERTAIN NATIONAL SECURITY
INFORMATION

PROTECTION OF IDENTITIES OF CERTAIN UNITED STATES UNDERCOVER INTELLIGENCE
OFFICERS, AGENTS, INFORMANTS AND SOURCES ’

Sec. 501. (a) Whoever, having or having had authorized access to classified
information that identifies a covert agent, intentionally discloses any information
identifying such eovert agent to any individual not authorized to receive classi-
fied information, knowing that the information disclosed so identifies such covert
agent and that the United States is taking afirmative measures to conceal such
covert agent’s intelligence relationship to the United States, shall be fined not
more than $50,000-or imprisoned not more than ten years, or both.

(b) Whoever, as & result of having authorized access to classified informa-
tion, learns the identity of a covert agent and intentionally discloses any infor-
mation identifying such covert agent to any individual not authorized to receive
classified information; kxnowing that the information disclosed so identifies such
covert agent and that the United States is taking affirmative measures to conceal
such covert agent's intelligence relationship to the United States, shall be flned
not more than $25,000 or imprisoned not more than five years, or both.

(¢) Whoever, in the course of a pattern of activities intended to identify and
expose covert agents and with reason to believe that such activities would impair.
or impede the foreign intelligence activities of the United States, discloses any
jnformation that identifies an individual as a covert agent to any individual not
authorized to reeeive classified information, knowing that the information dis-
closed so identifies snch individual and that the United States is taking affirma-
tive measures to coneeal such individual’s classified intelligence relationship to
the United States, shall be fined not more than $15,000 or imprisoned not more

than three years, or both.
DEFENSES AND EXCEPTIONS

Sec. 502. (2) It is a defense to a prosecution under gection 501 that before the
commission of the offense with which the defendant is charged, the United States
had publicly acknowledged or revealed the intelligence relationship to the United
States of the individual the disclosure of whose intelligence relationship to the
Unitel States is the basis for the prosecution.

(b) (1) Subjeet to paragraph (2), no person other than a person committing
an offense under section 501 shall be subject to prosecution under such section
by virtue of seetion 2 or 4 of title 18, United States Code, or shall be subject to
prosecution for conspiracy to commit an offense under such section.

(2) Paragraph (1) shall not apply in the case of a person who acted in the
course of a pattern of activities intended to identify and expose covert agents
and with reason to believe that such activities would impair or impede the for-
eign intelligence activities of the United States.

(c) It shall not be an offense under section 501 to transmit information de-
seribed in such section directly to the Select Committee on Intelligence of the
Senate or to the Permanent Select Committee on Intelligence of the House of
Representatives.

(d) It shall not be an offense under section 501 for an individual to disclose
information that solely identifies himself as a covert agent.

PROCEDURES FOR ESTABLISHING COVER FOR INTELLYGENCE OFFICERS AND EMPLOYEES

SEC. 503. (a) The President shall establish procedures to ensure that any
individual who is an officer or employee of an intelligence agency, or & member
of the Armed Forces assigned to duty with an intelligence agency, whose identity
as such an officer, employee, or member is classified information and which the
United States takes affirmative measures to conceal is afforded all appropriate
assistance to ensure that the identify of such individual as such an officer,
employee, or member is effectively concealed. Such procedures shall provide that
any department or agency designated by the President for the purposes of this
section shall provide such assistance as may be determined by the President
to be necessary in order to establish and effectively maintain the secrecy of
the identity of such individual as such officer, employee, or member.

(h) Procedures established by the President pursuant to subsection (a) shall
be exempt from any requirement for publication or disclosure. R

-outside the United States if th

EXTRATE]

Sec. 504, There is jurisdictiod

of the United States or an all
permanent residence (as defin
Natiouality Act).

PROVIDING

Sec. 505. Nothing in this tit
information from Congréss or

SEc. 508. For the purposes of °
(1) The term ‘classified
ignated and clearly mark
sions of a statute or EXee

(2) The term ‘authori
information, means havin
provisions of a statute, EX
ment or agency engaged in
ties, order of any United
House of Representatives
sibility within the respecti]
gence activities.

(3) The term “disclose”
mit, transfer, convey, publi

{4) The term ‘“‘covert age|

(B) a U
United States is classifi
(i) who resides
of, or informant ¢
gence agency, or
{ii) whe is at 1
or informant to, t
terrorism eompon
(C) .an individual, «
present intelligence 1
information and who
former informant or s
agency.
(5) The term “intelligen
a foreign intelligence com
eign counterintelligence or
eral Bureau of Investigatic
(8) The term “informa:
tion to an intelligence ag
protecting the identity of
{7) The terms “officer’
terms by section 2104 and
(8) The term “Armed X
Corps, and Coast Guard.
(9) The term “United
all areas under the terri
Trust Territory of the Pa
(10) The term “patter
common purpose or cbjecti
- (b) The table of contents a
at the end thereof the followin:




3

EXTRATERRITORIAL JURISDICTION

Sec. 504. There is jurisdiction over an offense under section 501 committed
outside the United States if the individual committing the offense is a citizen
of the United States or an alien lawfully admitted to the United States for
permanent residence (as defined in section 101(a) (20) of the Immigration and
Nationality Act).

PROVIDING INFORMATION TO CONGRESS

Sec. 505. Nothing in this title shall be construed as authority to withhold
information from Congress or from a committee of either house of Congress.

DEFINITIONS

Sec. 508, For the purposes of this title:
(1) The term ‘classified information’ means information or material des-
ignated and clearly marked or elearly represented, pursuant to the provi-
sious of a statute or Executive order (or a regulation or order issued pur-
suant to a statute or Exeeutive order), as requiring a specific degree of
protection against unauthorized disclosure for reasons of national security.
(2) The term ‘authorized’, when used with respect to access to classified
information, means having authority, right, or permission pursuant to the
provisions of 2 statute, Executive order, directive of the head of any depart-
ment or agency engaged in foreign intelligence or counterintelligence activi-
ties, order of any United States court, or provisions or any Rule of the
House of Representatives or resolution of the Semate which assigns respon-
sibility within the respective House of Congress for the oversight of intelli-
gence activities.

(3) The term “disclose” means to communicate, provide, impart, trans-
mit, transfer, convey, publish, or otherwise make available.

(4) The term “covert agent” means—

(A) an officer or employee of an intelligence agency or a member of
the Armed Forces assigned to duty with an intelligence agency,
(1) whose identity as such an officer, employee, or member is
classified information, and
(ii) who is serving outside the United States or has within the
last five years served outside the United States; or
(B) a United States citizen whose intelligence relationship to the
United States is classified information and
(i) who resides and acts outside the United States as an agent
of, or informant or source of operational assistance to, an intelli-
gence agency, or
(i) who is at the time of the disclosure acting as an agent of,
or informant te, the foreign counterintelligence or foreign counter-
terrorism components of the Federal Bureau of Investigation; or
(C) an individual, other than a United States citizen, whose past or
present intelligence relationship to the United States is classified
information and who is a present or former agent of, or a present or
former informant or source of operational assistance to, an intelligence
agency.

(5) The term “intelligence agency” means the Central Intelligence Agency,
a foreign intelligence component of the Department of Defense, or the for-
eign counterintelligence or foreign counterterrorism components of the Fed-
eral Bureau of Investigation.

(6) The term “informant” means any individual who furnishes informa-
tion to an intelligence agency in the course of a confidential relationship
protecting the identity of such individual from public disclosure.

(7) The terms “officer” and “employee” have the meanings given such
terms by section 2104 and 2105, respectively, of title 5, United States Code.

(8) The term “Armed Forces” means the Army, Navy, Air Force, Marine
Corps, and Ceast Guard.

(9) The term “United States”, when used in a geographic sense, means

»‘ all areas under the territorial sovereignty of the United States and the
; Trust Territory of the Pacific Islands.
% (10) The term “pattern of activities” requires a series of acts with a
common purpose or objective.
(b) The table of contents at the beginning of such Act is amended by adding
at the end thereof the following: S

J

Lo




4

RTINS S

TITLE V— PROTECTION OF CERTAIN NATIONAL SECURITY
INFORMATION

Rec. 501. Protection of identities of certain United Stales undercover intelligence officers,
informants, and sources.

Ree. 502. Defenzea and exceptions, '
Sec. 503. Procedures for establishing cover for intelligence oficers and employees.

See. 505. Extraterritorial jurisdiotion. )

- See. 505. Providing information to Congress.

Sec. 508. Definitionas.

Amend the title so astoread:

A bill to amend the National Security Act of 1947 to prohibit the unauthorized
disclosure of information identifying certain United States intelligence officers,
agents, informants, and seurces. and to-direct the President to establish procedures
to protect the secrecy of these intelligence relationships.

HisToRY OF THE BILL

In recent years, members of the House and Senate Intelligence Com-
mittees, along with other colleagues in the Congress, have become in-
creasingly concerned about the systematic effort by a small group of
Americans, including some former intelligence agency employees, to
disclose the names of covert intelligence agents. Numerous proposals
have been made in this Congress for a criminal statute to punish such
disclosure of the identities of intelligence agents.

Senator Bentsen introduced indentities protection proposals in the
94th and 95th Congresses but no action was taken. On October 17, 1979,
Representative Boland, Chairman of the House Intelligence Com-
mittee, introduced H.R. 5615, the Intelligence Identities Protection
Act, which was co-sponsored by all other members of that Committee.
Identical provisions were included in S. 2216, introduced on January
24, 1980, as the Intelligence Reform Act of 1980, by Senator Moynihan.
The bill was co-sponsored by Senators Wallop, J ackson and Chafee of
the Select Committee on Intelligence, by Senators Domenici, Nunn and
Danforth, and later by Senators Hollings, Schmitt, Simpson and
Armstrong.

Provisions for intelligence identities protection similar to Senator
Bensten’s proposal were contained in S. 2284, which was introduced
on February 8, 1980, as the National Intelligence Act of 1980 by Sen-
ator Huddleston. This bill was co-sponsored by Senator Mathias and
by Senator Bayh and Senator Goldwater, Chairman and Vice Chair-
man of the Select Committee. An earlier version of this bill, S. 2525,
introduced by Senator Huddleston and other Committee members in
the 95th Congress, also included provisions for intelligence identities

protection.

Hearings on S. 2284 before the Select Committee on Intelligence
began on February 21, 1980, and addressed among other issues the
provisions for intelligence identities protection. The provisions of

_'S. 2284 imposed criminal penalties for the disclosure of identities of

intelligence agents by persons who had authorized access to such infor-
mation, During the hearings on S. 2284, the Administration proposed
an additional provision which would 1mpose criminal penalties for
such disclosure by any person based on classified information. Some

witnesses, including former intelligence officials, testified in fayor of
an alternative provision contained in S. 2216 which imposed criminal
penalties for such disclosure by any person with the intent to 1mpair or

impede the foreign intelligence activities of the United States. Other
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ties groups, opposed any suc
about the penalties for di
access.

S.-2284 was considered L

1980, and the Committee <

Hughes-Ryan Amendment
the meeting on May 8, the
identities protection using .
ation of this issue, as pro:
held further hearings on -
on the intelligence 1dentiti
hearings also considered ot
191 introduced by Senator ]
sen testified in favor of hi:
agents’ identities by person
ties. Senator Simpson test]
S. 1722 (the criminal coc
March 6, 1980, and which
2216 to disclosure of the
informants.
Administration witnesse
alties for disclosure of in
based on classified informse
Tucei testified that this pro
such as the disclosures by *

In early July,
Jamaica took place shortly
phone numbers, and auto
officers. The disclosures w:
Information Bulletin at a

The Select Committee :
confer with representative
on ways to meet this probl
with staff of the House P
and the Administration
would resolve differences
1980, the House Commit
Intelligence Identities Pry

The Select Committee
Senator Chafee offered a
which differed from H.R.
on only one issue. The Hc
standard for criminal pen
is made by a person who
having authorized access t

Whoever, in the co
covert agents with th




5.

witnesses, including representatives of the news media and civil liber-
ties groups, opposed any such additional provision and raised questions
about the penalties for disclosure by persons who had authorized
access.

S. 2284 was considered by the Select Committee on May 6 and 8,
1920, and the Committee decided to limit that bill to repeal of the
Hughes-Ryan Amendment and congressional oversight provisions. At
the meeting on May 8, the Committee decided to pursue intelligence
identities protection using S. 2216 as the vehicle for further consider-
ation of this issue, as proposed by Senator Chafee. The Committee
held further hearings on June 24 and 25 which focused specifically
on the intelligence identities protection provisions of S. 2216. Those
hearings also considered other proposals on the subject, including S.
191 introduced by Senator Bentsen on January 23, 1979. Senator Bent-
sen testified in favor of his proposal for penalizing exposure of CIA
agents’ identities by persons who had authorized access to such identi-
ties. Senator Simpson testified in support of Amendment No. 1682 to
S. 1722 (the criminal code revision bill), which he introduced on
March 6, 1980, and which proposed extending penalties similar to S.
9216 to disclosure of the identities of law enforcement agents and
informants.

Administration witnesses reiterated their proposal of criminal pen-
alties for disclosure of intelligence agents’ identities by any person
based on classified information. However, Deputy CIA Director Car-
lucci testified that this proposal “could cover the most egregious cases,
such as the disclosures by “Covert Action Information Bulletin,” . . .
only if the use of criminal investigative techniques provided sufficient
proof that the disclosures were based on classified information.” Other
witnesses expressed a wide range of views favoring and opposing the
provisions of S. 2216.

In early July, 1980, attacks against American embassy officials in
Jamaieca took place shortly after the disclosure of the names, addresses,
phone numbers, and automobile license numbers of 15 alleged CIA
officers. The disclosures were made by an editor of the Covert Action
Information Bulletin at a press conference in Kingston, Jamaica.

The Select Committee met in closed session on July 22, 1980, to
confer with representatives of the CIA and the Department of Justice
on ways to meet this problem. Committee staff were instructed to work
with staff of the House Permanent Select Committee on Intelligence
and the Administration to reach agreement on bill language that
would resolve differences and facilitate prompt action. On July 25,
1980, the House Committee unanimously approved H.R. 5615, the
Intelligence Identities Proteetion Act, with amendments.

The Select Committee met on July 29, 1980, to consider S. 2216.
Senator Chafee offered an amendment in the nature of a substitute
which differed from H.R. 5615, as approved by the House Committee,
on only one issue. The House Committee had approved the following
standard for criminal penalties if the disclosure of an agent’s identity
is made by a person who did not learn that identity as a result of
having authorized access to classified information:

Whoever, in the course of an effort to identify and expose
covert agents with the intent to impair or impede the foreign
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intelligence activities of the United States, discloses, with the
intent to impair or impede the foreign intelligence activities
of the United States, to any individual not authorized to re-
ceive classified information, any information that identifies
a covert agent knowing that the information disclosed soiden-’
tifies such covert agent and that the United States is taking
affirmative measures to conceal such covert agent’s intelligence
relationship to the United States, shall be fined not more than
$15,000 or imprisoned not more than three years, or both.

Based on Department of Justice testimony which suggested that
the intent standard contained in the House version could well focus
on the political opinion of the accused, Senator Chafee proposed the
following standard :

TWhoever, in the course of a pattern of activities intended to
identify and expose covert agents and with reason to believe
that such activities would impair or impede the foreign intel-
ligence activities of the United States, discloses any informa-
tion that identifies an individual as a covert agent to any
individual not authorized to receive classified information,
knowing that the information disclosed so identifies such in-
dividual and that the United States is taking affirmative
measures to conceal such individual’s classified intelligence
relationship to the United States, shall be fined not-more than
$15,000 or imprisoned not more than three years, or both.

This language has the support of CIA and the Justice Department.
Senator Bayh proposed an amendment that included the following dif-
ferent language: :
Whoever, in the course of a pattern of activities intended
to impair or impede the foreign intelligence activities of the
United States by identifying and exposing covert agents, dis-
closes, with reason to believe that such disclosure would im-
air or impede the foreign intelligence activities of the
United States, any information. ... :
After lengthy discussion, Senator Bayh’s amendment was defeated
9-3 with one abstention. Two other amendments to Senator Chafee’s
substitute were then adopted unanimously by voice vote. An amend-
ment offered by Senator Huddleston added a definition of “pattern of
activities”, and an amendment by Senator Bayh provided that it
shall not be an offense under the bill for an individual to disclose in-
formation that solely identifies himself as a covert agent. Senator
Chafee’s substitute, as amended, was then adopted 11-1. S. 2216, as
amended by Senator Chafee’s substitute, was approved by the Com-
mittee as the Intelligence Identities Protection Act, with a recom-

mendation for favorable action.
PosiTioN OF TIIE ADMINISTRATION

The Administration supports S. 2216, as reported by the Select
Committee on Intelligence with amendments. Deputy Attorney Gen-
eral Charles B. Renfrew, in a letter to the Committee on July 29,
1980, stated with respect to the basic standard for criminal penalties
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if the disclosure of an agent’s identity is made by a person who did
not learn that identity as a result of having authorized access to
classified information : '

This formulation substantially alleviates the constitutional
and practical concerns expressed by the Justice Department
with regard to earlier versions of this bill that included a re-
quirement that prohibited disclosures be made with a specific
“intent to impair or impede” U.S. intelligence activities,

Because of the significance of this matter . . . , it has been
our view from the beginning that such legislation as is en-
acted must be fair, effective and enforceable. Qur position has
been-and remains that the absence of an intent element in this
legislation will accomplish this goal.. .

GENERAL STATEMENT
1. INTRODUCTION AND BACKGROUND

The Committee considered and approved this bill because, in recent
years, the United States intelligence community has been faced with
an unprecedented problem in its attempt to fulfill its responsibilities.
A small number of Americans, including some former intelligence
agency employees, have been engaged in a systematic effort to destroy
the ability of our intelligence agencies to operate clandestinely by
disclosing the names of intelligence agents.

Foremost among them has ﬁen Philip Agee, two of whose books—
“Dirty Work : The CIA in Western Europe” and “Dirty Work 2: The
CIA in Africa”— have revealed the names of over 1,000 alleged CIA.
officers. Louis Wolf, co-editor of the Covert Action Information
Bulletin which contains a special section titled “Naming Names”,
claims that he has revealed the names of over 2,000 CIA officers in
recent years. -

In December 1975, Richard S. Welch, CIA Station Chief in Athens,
Greece, was murdered in front of his home. His assassination occurred
within a month of the time that he was identified as CIA Station
Chief in the Athens Daily News. The information for this story came
from Philip Agee’s Counterspy magazine.

On July 4, 1980, an American Embassy official—Mr. Richard Kins-
man—posted in Kingston, Jamaica, was the target of an assassina-
tion attempt following a published allegation that he was a CIA oper-
ative. Although Mr. Kinsman and his family were not injured in the
attack, his house and grounds were extensively damaged by sub-
machinegun fire and an explosive device. Less than 48 hours before
the attack, Louis Wolf had publicly alleged that Richard Kinsman
and 14 other U.S. Embassy officials in Jamaica were working for the
CIA. In addition to names, Wolf also provided the officials’ addresses
and telephone numbers, and the license plate numbers and colors of
their automobiles. On July 7, 1980, another Embassy official named by
Wolf was the target of an apparent assassination attempt.

Over the years none of the people involved has been indicted under
the espionage laws or any other law for these malicious disclosures.
This is effective testimony for the proposition that, if these wanton
disclosures are to be stopped, a new law is needed. Until a new law is
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passed, undercover work for the United States will continue to be-
come ever less effective and ever more hazardous, while those doing
harm to the United States by exposing American undercover agents
will continue their activities without penalty. .

The Committee addressed only the problems posed by the disclosure
of undercover employees and agents of A merican intellignece. It
specifically decided not to address itself to the wider problems posed by
various kinds of disclosure of classified information. While deplor-
ing all “leaks” of classified intelligence information, the Committee
specifically decided not to try to delineate the proper bounds of free
speech concerning American intelligence. Rather, the Committee de-
cided to accomplish a single, narrow purpose: to punish the unau-
thorized disclosure of the identity of undercover employees or agents
in certain circumstances. The Committee’s focus is further defined and
narrowed by its decision to protect the identitities of undercover per-
sonnel only when the U.S. Government is taking affirmative measures
to conceal them. Because of this focus, the Committee decided to penal-
ize dlisclosures in the course of a pattern of activities undertaken for
the purpose of identifying and exposing such agents, regardless of
whether these disclosures were based on classified information. Thus
the Committee’s action is not an affirmation of the value of classifi-
cation. It is not a partial Official Secrets Act. It is a definitive affirma-
tion that the U.S. Government is right to have undercover employees
and agents for foreign intelligence purposes, that the Government is
right to take measures to keep such undercover arrangements secret,
and that anyone who engages in a pattern of activities that would
thwart this legitimate Governmental interest by unauhorized disclo-
sure of the identities of such personnel should be punished.

The Committee seeks to penalize any person, regardless of his status,
who engages in “a pattern of activities intended to identify and expose
covert agents and with reason to believe that such activities would im-
pair or impede the foreign intelligence activities of the United States.”
In the Committee’s view the First Amendment is not a license for al-
lowing such a private intelligence organization to operate under the
label “press.” The Committee is not seeking to penalize political opin-
ion, or journalistic expression. Rather, the Committee believes that
patterns of activities intended to identify and expose covert agents
with reason to believe that such activities would impair or impede the
foreign intelligence activities of the United States would be neither
pofli{ncal opinion nor journalism, but rather ought to be punishable as
a felony. :

Security considerations preclude confirming or denying the accuracy
of specific attempts at identifying U.S. intelligence personnel. There
have, however, been many such disclosures, and not all of them are
wide of the mark. The destructive effects of these disclosures have been
varied and wide-ranging; the Select Committee is aware of numerous
examples of such effects on U.S. intelligence operations which cannot
be addressed in a public report.

Many of these disclosures can place intelligence personnel and their
families in physical danger from terrorist or violence-prone organiza-
tions. Furthermore, the professional effectiveness of officers who have
been compromised is substantially and some times irreparably dam-
aged. They must reduce or break contact with sensitive covert sources
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and continued contact must be coupled with increased defensive meas-
ures that are inevitably more costly and time-consuming. Some officers
must be removed from their assignments and returned from overseas
at substantial cost, and years of irreplaceable area experience and
lingmistic skill are lost. Since the ability to reassign the compromised
officer is impaired, the pool of experienced CIA officers who can serve
abroad is being reduced. Replacement of officers thus compromised is
difficult and, in some cases, impossible. Such disclosures also sensitize
hostile security services to CIA presence and influence foreign popula-
tions, making operations far more difficult.

In addition, relations with foreign sources of intelligence have been
impaired. Sources have evidenced increased concern for their own
safety. Seme active sources, and individuals contemplating coopera-
tion with-the United States, have terminated-or reduced their contact
with our inteiligence agencies. Sources have questioned how the United
States government can expect its friends to provide information in
view of continuing disclosures that may jeopardize their careers,
liberty and lives. The result of this has been a chilling effect on these
relationships which are vital to high-quality U.S. intelligence. These
disclosures have contributed to a perception among foreign intelli-
gence services that U.S. intelligence agencies are unable to preserve
mmportant confidences. This perception has led and may lead these
services to undertake reviews of their liaison relationships, which
have resulted in reduction of contact and reduced passage of informa-
tion. In taking these actions, some foreign services have explicitly
cited disclosures of intelligence identities.t

The Committee noted that the current laws concerning espionage
were written long before these activities commenced and are inade-

Quate to prevent the harm they cause. As Attorney General Benjamin
R. Civiletti hassaid :

Existing law provides inadequate protections to the men
and women who serve our nation as intelligence officers. They
need—and deserve~-better protection against those who
would intentionally disclose their secret mission and jeopard-
ize their personal safety by disclosing their identities.?

The Committee took note of the fact that the identities of American
undercover intelligence personnel are not as well hidden as they
might be. Indeed part of the Committee’s bill is designed to improve
their cover. But the Committes rejected the contention that the iden-
tities of imperfectly covered intelligence personnel are thereby part
of the public record. They are not. Those seeking to learn them with-
out the use of classified information must frequently engage in physi-
cal surveillance, in search of personnel records, in interviews with
neighbors and former colleagues. All of this amounts to a compre-
hensive counterintelligence effort. It may be true that one does not
have to be or to have been an intelligence officer in order to learn and
reveal the identities of American undercover agents. But in that case
one must often behave as a counterintelligence officer, using systematic

1 See testimony of Frank C. Carlucet, Deputy Director of Central Intelligence, before
the Senate Select Committee on Intelligence, June 24, 1980.

2 Address of Attorney General Benjamin R, Civileth, ‘“Intelligence and the Law:

Conflict or Compatibility ”” 10th Annual Sonnett Memorial Lecture, Fordham University
School of Law, Jan. 15, 1980.




investigative techniques, against the United States. The Committee has
decided that certain identities should be protected both against be-
trayal of classified information and against such self-appointed
counterspies.

The Committee also chose to direct the President to establish pro-
cedures to ensure that all departments and agencies of the U.S. govern-
ment designated by the President to do so shall provide whatever
assistance is necessary to establish and maintain effective cover for
intelligence personnel. The Committee realized that the President
has always had the power to order any part, of the Executive Branch
to provide effective cover. But the Committee is aware that intel-
ligence officers have not been provided with credentials and working
conditions indistinguishable from certain other departments. The
President heretofore has not effectively exercised his power to cause
executive departments to provide adequate cover. However, it is the
plain intent of the bill that the President establish procedures which
shall result in effective cover.

II. FINDINGS

Since its creation in the 94th Congress, the Select Committee on
Intelligence has examined in open hearings and inexecutive session
United States activities to collect information from human sources
abroad. The Committee has concluded that it is absolutely essential
that our nation have intelligence information that is timely and ac-
curate. Further, the Committee believes that informed policymaking
by officials of the Executive and Legislative branches requires that
the United States collect such intelligence from human sources, for
that particular kind of intelligence provides insight into the inten-
tions of foreign powers. The United States can collect the vital human
intelligence it needs only through the operations officers of its intel-
ligence agencies. Without effective cover for U.S. intelligence oflicers
abroad and without assurance of anonymity for intelligence sources,
the United States cannot collect the human Intelligence which it must
have to conduct an effective foreign and national defense policy. More-
over, as the United States seeks to implement its foreign policy
objectives, it requires in unusual and important situations the capa-
bility to use clandestine operators to complement its overt policy
initiatives.

The United States programs for the collection of human intelligence
have been severely impaired by the efforts of certain individuals to
disclose the identities of our undercover intelligence officers and our
sources of information. The loss of vital human intelligence which our
policymakers need, the great cost to the American taxpayer of replac-
ing intelligence resources lost due to such disclosures, and the greatly
increased risk of harm which continuing disclosures force intelligence
officers and sources to endure, are the intolerable, direct results of
the efforts of those individuals to disclose intelligence identities.

The Committee hereby makes the following findings:

(1) Successful and efficiently conducted foreign intelligence
and counterintelligence activities are vital to the national security
of the United States.
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(2) Successful and efficient foreign intelligence and counter-
intelligence activities require concealment of relationships be-
tween components of the United States Government that carry
out those activities and certain of their employees and sources of
information and assistance.

(3) The disclosure of such relationships to unauthorized per-
sons 15 detrimental to the successful and eflicient conduct of foreign
gxtelligenoe and counterintelligence activities of the United

tates.

(4) Individuals who have a concealed relationship with foreign
intelligence or counterintelligence components of the United
States Government may be exposed to physical danger if their
identities -are disclosed to unauthorized persons.

(5) Organizations of determined individuals may be able to
identify and expose U.S. Government employees who have con-
cealed intelligence relationships by means of standard espionage
techniques without access to classified documents,

(6) Current law has proved inadequate to prevent such efforts.

(7) The policies, arrangements and procedures used by the Ex-
ecutive branch to provide for U.S. intelligence officers,
agents and sources must be strengthened and fully supported.

Therefore, to improve intelligence efforts of the U.S. and to protect
intelligence officers and sources from harm, the Committee reports S.
2216 to the Senate with a recommendation for favorable action thereon.

II1. SUMMARY OF LEGISLATION

This bill makes criminal the disclosure of intelligence identities. The
Committee has concluded that such disclosures can seriously harm the
nation’s ability to conduct foreign policy and provide for the common
defense and can place in jeopardy the safety and lives of the dedicated
and loyal men and women who serve this country in a difficult and dan-
gerous profession.

However, while the Committee condemns all disclosures of under-
cover intelligence identities, it has not sought to make criminal such
acts in every context. The Committee has limited the scope of this bill
in order to make criminal only those disclosures which proceed in vio-
lation of an express duty of care assumed by the discloser or where the
disclosure occurs in the context of a pattern or practice of identifica-
tion and disclosures which could reasonably be expected to impair U.S.
intelligence capabilities.

Thus, the bill applies to three well defined and limited classes of in-
dividuals. The first consists of those who have had authorized access
to classified information identifying undercover operatives, or “covert
agents”, as they are termed by the bill. This class would include only
those individuals—principally government workers or supervisory offi-
cials—who would have had a need to know the identity of an under-
cover officer or an agent. This class therefore includes only those who
obtain or receive documents or information which name or directly
identify covert agents in the course of their duties. It is their occupa-
tion of a position of trust which results in access to the identities of
covert agents, and disclosures of the identities they learned in this fash-
ion are the most heavily penalized by the bill.
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The second class also encompasses individuals who have or have had
access to classified information, but not necessarily that which explicitly
identifies covert agents. For a member of this class, however, 1t must
be shown that as a result of that access to classified information he
learned an intelligence identity. This class wounld include those in gov-
ernment whose jobs place them in a position to learn the identities of
covert agents indirectly. Although the government need not be able to
prove that individuals in this class have had officially approved access
to the actual identities of covert agents, it must show that as a result
of the position which they held they learned such identities. Within
certain circles of government such circumstances are not uncommon.
Since individnals in this class have also had positions of trust, they are
believed by the Committee to have a duty of care parallel to, but less
than, that of individuals included in the first class. Thus, disclosures
by the second class are penalized less severely than those of the first
class but still more severely than the third class.

The third and last class of individuals affected by the bill are those
who, although they may never have had authorized access to classified
information with its accompanying duty of care, engage in 2 deliber-
ate pattern of activities intended to identify and expose covert agents
with reason to believe that such activities would impair or impede the
foreign intelligence activities of the United States. Since this class
potentiall includes any discloser of an undercover intelligence iden-
tity, the Committee has paid particular attention to limiting its reach
to those whose clear, evidenced plan and practice involves a series of
acts with a common purpose or objective undertaken to identify and
expose covert agents in circumstances where a reasonable man would
know such activities would disrupt a legitimate and highly valuable
function of government.

In sum, it encompasses only individuals whose intentional, well evi-
denced course of conduct involves (1) a pattern of activities (2) in-
tended to identify and expose covert agents (8) with reason to believe
such course of conduct would impair or impede U.S. foreign intelli-
gence activities.

It is the purpose of the Committee in carefully specifying the above
class to thereby preclude the inference and exclude the possibility that
casual discussion, political debate, the journalistic pursuit of a story
on intelligence, or the disclosure of illegality or impropriety in govern-
ment will be chilled by the enactment of the bill. Further, the bill also
provides that no prosecutions for conspiracy, aiding or abetting or
misprision in the commission of an offense by a2 member of any of the
three classes of individuals affected by the bill can occur unless the
individual accused also acts in the course of such a pattern of activities
intended to identify and expose covert agents and with reason to be-
lieve such activities would impair or impede the foreign intelligence
activities of the United States. Those who “cause” a felony (aiders and
abettors and accesories before the fact, as described in section 2 of Title
18 U.S.C.), those who fail to report a felony (misprisioners as de-
scribed in section 4 of Title 18), or those who conspire ( 18 U.S.C., sec.
371) could be reached if they demonstrated the requisite pattern of
activities intended to identify and expose covert agents with reason to
believe such activities would impair or impede the foreign intelligence
actvities of the United States.
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Beyond its concern for narrowing the application of the bill to those
whose duty of ca i

L T€, or pattern of activities, render disclosures of this
sort particularly da

iting the scope of intelligence identities whose di
made criminal. First i

or terrorist groups should their identities be disclosed. F inally, the
ommittee has sought to protect the future safety and intell
effectiveness of intelligence employees, agents and sources,

Using these criteria, the Committes has fashioned the definitions
of protected identities to include only convert agents of the CTA, for-
eign intelligence com onents of the Department of Defense, and the

oreign counterintelligence and foreign counterterrorism components

f the Federal Bureay of Investigation. In essence, these are the only

Intelligence agencies whose officers or agents operate overseas,

The Committee has defined the term covert agent to include only
three categories of individuals. The first group consists of present
officers or employees of (or members of the Armed Services assigned
to) the above named agencies currently serving outside the- United
States or whose professional involvement in clandestine operations
will result in their Serving overseas again. Such individuals all serve
under cover, e.g., using an alias or serving in ostensibly non-intell;-
£ence positions, Serving overseas, they can
the police power of the government, or, at present, of /.S, law. Ex-
posure abroad or within five years from la
vision calculated to include those who are home in the U
or a visit or whose foreign associations and contacts are still fresh)
could—as it has already—result in heightened danger fo
dividuals or their families, Clearly, it would diminish their effective-
ness as clandestine intelligence personnel and could seriously impair
present and future U.S, intelligence operations.

The second category includes U.S. citizens who are agents or in-
formants of the FBI’s foreign counterintelligence or foreign counter-
terrorism units and .S, citizens who reside and act outside the U.S.
as agents, informants or sources of operational assistance to the other
intelligence agencies, These individuals are those who, because of their
service overseas (not necessarily continuous) or their j
in the dangerous fields of counterintelligence or co ,
could suffer adversely because of public identification with a U.S. in-
telligence agency. In the case of the FBI’s agents or informants, even
though they may be bresent in the UN.S., the nature of the individuals

and groups with which they come into contact suggests strongly the
possibility of physical danger from f

oreign based intelligence or
terrorist oreanizations.

The identity of each such individual in this second category must be
classified. This group of individuals is one whose importance to 1.S.
intelligence operations is clear and vital, The category has been de-
fined in such a way as to exclude those U.S. citizens residing in the
United States whose relationship with an intelligence agency may
be concealed but who may suffer only embarrassment from the dis-

igence
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closure of this relationship. The Committee believes that physical
danger or a reasonable possibility thereof serves as a good criterion
in shaping this and other categories of covert agents. Such a criterion
serves to exclude relationships which public policy may wish to con-
ceal but which are not significant enough to warrant the protection
of criminal sanctions.

The last category of covert agent consists of all aliens who serve, or
who have served, as agents, informants or sources of operational as-
sistance of intelligence agencies. To be included, their present or for-
mer relationship with an intelligence agency must remain classified.
The Committee feels that this more broadly defined group also reflects
the realities of life for an alien who has assisted a U.S. intelligence
agency and who remains overseas or ever hopes to return to his coun-
try. Without some assurance of protection for their present or past
relationship with the 1.S. government. such individuals would not
continue the association. The further ramifications of a public dis-
closure could include reprisals against family and friends, imprison-~
ment or death.

In addition to the care with which the classes of individuals affected
by the bill and those whose identities are to be protected have been
defined, the Committee has also devoted care to the other elements of
the offenses established by S.2216. All disclosures made criminal by
the bill must be intentional, i.e.. the defendant must have consciously
and deliberately willed the act of disclosure. Further. the government
must prove that he knew that the sum of his acts was the disclosure
of a protected intelligence identity which he knew the government was
taking affirmative steps to conceal.

The bill additionally creates an affirmative defense to the effect that
no offense has been committed where the defendant can show that
the government has publicly acknowledged or revealed the intelli-
gence identity the disclosure of which is the subject of prosecution. The
bill also exempts an individual who discloses information that solely
identifies himself as a covert agent.

The Committee believes that it has considered and crafted the pro-
visions of §.2216 with care. The principle thrust of this effort has been
to make criminal those disclosures which clearly represent a conscious
and pernicious effort to expose agents where such exposure damages
the capability to conduct intelligence operations. Yet the Committee
also recognizes that there are other aspects of this problem of pro-
tection which require different solutions. :

One is the strengthening of cover itself. Although a full discussion
of cover for intellizence operatives abroad is inappropriate in the
context of this public report, the alias and other provisions for the
concealment of intelligence operatives are not fully adequate. Ac-
cordingly, the Committee has included a provision requiring the
President to promulgate procedures that will help to rectify this
situation. These procedures are to ensure that intelligence cover ar-
rangements are effective. They are to provide that departments and
agencies of government designated by the President are to afford
all appropriate assistance—determined by the President—to this end.
These procedures do not address the relationships between intelligence
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agencies and private organizations and institutions. Nor does this
section stipulate which elements of government shall provide assist-
ance or what that assistance must be. It requires only that the Presi-
dent of the United States review these questions and determine the
appropriate interest of the United States. In so doing, the provision
recognizes the fact that only the President has the authority to truly
resolve these questions and only he can determine which improve-
ments will result in the adequate provision of cover to undercover
intelligence operatives. However, this provision is a clear congres-
sional mandate to strengthen cover arrangements.

IV. CONBTITUTIONALITY OF THE BILL

In framing S. 2216, the Committee took care to ensure that the bill
met the requirements of the Constitution. Although the courts will
make their own determination of constitutionality, the Congress has
a responsibility to make its best judgment. There appears to be little
doubt as to the constitutionality of the criminal penalties in sections
501(a) and (b) for persons who disclose the identities of covert agents
they learned as a result of having authorized access to classified in-
formation. However, constitutional questions were raised in the hear-
ings with respect to criminal penalties for the publication of covert
agents’ identities by persons who have not had that access. It is the
conclusion of the Committee that section 501(c), which imposes such
penalties in certain narrowly-limited circumstances, does not infringe
freedom of speech and freedom of the press guaranteed by the
Constitution.

The First Amendment states that “Congress shall make no law
. . . abridging the freedom of speech, or of the press. . . .” In inter-
preting the First Amendment, Justice Holmes wrote, “The most
stringent protection of free speech would not protect a man in falsely
shouting fire in a crowded theatre and causing a panic, . . . The ques-
tion in every case is whether the words are used in such circumstances
and are of such a nature as to create a clear and present danger that
they will bring about substantive evils that Congress has a right to
prevent.” Schenck v. United States, 249 U.S. 47 (1919).

In addition, a statute affecting speech or publication must not extend
overbroadly. Legitimate legislative goals cannot, according to the
Supreme Court, “be pursued by means that broadly stifle fundamental
personal liberties when the end can be more narrowly achieved.”
Shelton v. Tucker, 364 U.S, 478, 488 (1960) ; cf.. Elforandt v. Russell,
384 U.S. 11, 18 (1966). The Court has also said: “It has long been
recognized that the First Amendment needs breathing space and that
statutes attempting to restrict or burden the exercise of First Amend-
ment rights must be narrowly drawn and represent a considered legis-
lative jndgment that a particular mode of expression has given way
to other compelling needs of society.” Broadrick v. Oklahoma, 413 U.S.
601. 607 (1972).

These are the principles that have guided the Committee in con-
sidering the constitutionality of S. 2216. The findings of the Committee
have been spelled out clearly, and the language of the bill has been
framed insofar as possible to deal with a specific, serious harm in the
circumstances where that harm is most likely to occur.

]
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(@) Disclosure not based on classified information

The proposal advanced by the Administration would have punished
the disclosure of agents’ identities by private citizens—as opposed to
present or former government employees who had authorized access
to classified information—only if such disclosure was based on classi-
fied information. Representing the Administration’s view, the Depart-
ment of Justice stated that the “focus on inside access” would “seem to
bo the courts more carefully fitted to the harm the Government is seek-

ing to avoid, and far less burdensome on the right of the general public-

to discuss policy questions concerning foreign affairs and intelligence
activities.” The Department warned against marching “over-boldly”
into the “difficult area of political, as opposed to scientific, ‘born clas-
sified’ information, in a context that will often border on areas of
important public policy debate.” *

The legislative judgment of the Committee is that the Adminis-
tration’s proposed standard, by requiring proof that disclosure is
based on classified information, raises both practical and constitutional
problems. The “particular mode of expression” that seems most likely
to harm U.S. intelligence and endanger the safety of individuals is that
exhibited only by certain publications. These publications claim that
their disclosures of agents’ identities are not based on classified infor-
mation, but rather on an effort to seek out and compare, cross-refer-
ence, and collate information from unclassified sources including in-
vestigations conducted abroad. The danger posed by their disclosures
may not, therefore, depend upon their having inside access to classi-
fied information. While an intrusive investigation might uncover
evidence of the use of classified information, such an investigation
of persons engaged in both activities protected by the First Amend-
ment and possible illegal conduct woudl itself raise constitutional
concerns. Moreover, the Administration’s standard would have encom-
passed all types of disclosure of agents’ identities based on classified
information, including publication in newspaper stories on intelli-
gence failures and abuses or in scholarly studies of U.S. foreign and
military policies. The record does not indicate that such disclosures
pose a danger that requires deterrence by criminal penalties, and thus
it was felt that such penalties would place an unnecessary burden
on the exercise of First Amendment rights.

While rejecting the Administration’s proposal, the Committee has
nevertheless taken into account the concerns it represents. Even though
section 501 (c) punishes disclosure that is not based on classified in-
formation, the government must prove that the information disclosed
by the defendant identified an individual as a covert agent and that the
defendant knew the information so identified such individual. The
definition of “covert agent” is specifically limited to an individual
whose identity as an intelligence agency employee “is classified infor-
mation” and to agents. informants, and sources “whose intelligence
relationship to the United States is classified information.” In addi-

s Testimony of Associate Deputy Attorney General Robert L. Keuch, June 24, 1980.
The Justice Department cited as a “skeptical source” on this question the decision of
Judge Learned Hand in the Heine case. The court in that case reversed an espionagé
conviction that was based on evidence of clandestine transmission to Nazl Germany of
information from “sources that were lawfully accessible to anyone who was willing to
take pains to find, slft and collate it.” Judge Hand's opinlon was not exnressly based on

constitutional grounds. United States v. Heine, 151 F. 2d 813 (24 Cir., 1945), cert. denied,
328 U.S. 833 (1946).
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tion, the government must prove that, at the time of the disclosure,
the defendant knew that the United States was taking affirmative
measures to conceal such individual’s classified intelligence relation-
ship to the United States. There is also & defense if the United
States had already “publicly acknowledged or revealed” that relation-
ship. Taken together, these provisions ensure that criminal penal-
ties can be imposed under section 501(c) only when the defendant
Ias knowingly disclosed information that, in terms of its specificity,
its sensitivity, and the effort expended to maintain its secrecy, is virtu-
ally the equivalent of classified information.*

(8) Scope of protected information

Apart from the issue of classification, the Committee has carefully
considered the definition of “covert agent” and has included only
those identities which it has determined to be absolutely necessary to
proteet for reasons of imminent danger to life or significant interfer-
ence with vital intelligence activities. Undercover officers and em-
ployees overseas may be in special danger when their identities are
revealed, as recent events indicate. In addition, U.S. intelligence ac-
tivities can be disrupted severely when the identity of an officer in
the clandestine service is disclosed. Overseas agents and informants
who are not United States citizens may expect instant retribution
when their relationship to the United States is exposed. If they reside
in the United States their relatives abroad may be endangered. In
both instances, important sources of information or assistance may
be denied by disclosure, and possible future sources may be less
forthcoming.

Where the danger are less, however, the Committee has sought to
avoid any inhibition on public criticism or debate concerning intelli-
gence activities. Because the revelation of their relationshp could ex-
pose them to immediate and serious danger, U.S. citizens who serve as
informants or sources are included in the “covert agent” definition
if they reside and act outside the United States. However, the physi-
cal danger element is much less within the United States. Furthermore,
U.S. citizens residing within the United States who assist intelligence
agencies may be employees of colleges, churches, the media, or politi-
cal organizations. The degree of involvement of these groups with
intelligence agencies is a legitimate subject of national debate and
Intra-group discourse. Therefore, the definition includes T.S. citizens
residing within the United States only if they are agents or inform-
ants of the foreign counterintelligence or foreign counterterrorism
components of the FBI. As noted above, these individuals are exposed
to special hazards.

The principal criterion adopted by the Committee in framing the
categories of the “covert agent” definition has been physical danger or
a reasonable possibility thereof. As a result, the criminal penalties in
section 501(c) apply only to disclosure of a narrow class of informa-
tion that requires special protection not only to meet the needs of the
United States for an effective intelligence service, but also to ensure

In the Heine case the government had made no effort to conceal the information
ahout airplane production that the defendant obtained. Judge Hand noted that “no
public authoritles, naval, military or other, had ordered, or indeed suggested. that the

maunfacturers of airplanes—even those made for the services—should withhold any
facets which they were personally willing to give out.” 151 F.24d, at 815,
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the safety of individuals serving this nation in hazardous
circumstances.

(¢) Course of conduct requirements

The Committee has concluded that in addition to the narrow def-
inition of “covert agent”, and the provisions requiring the government
to prove that the defendant knowingly disclosed virtually the equiva-
lent of classified information, further provisions may be needed to
ehsure that the bill meets First Amendment requirements when
criminal penalties are imposed on persons who do not disclose agent
identities they learned as a result of having authorized access to classi-
fied information. Therefore, the Committee has required additional
proof that the disclosure was made “in the course o(f1 a pattern of ac-
tivities intended to identify and expose covert agents and with reason
to believe that such activities wounld impair or impede the foreign
intelligence activities of the United States.” This standard reflects
¢y considered legislative judgment that a particular mode of expres-
sion” must give way “to other compelling needs of society,” as the
Supreme Court has described the constitutional test.

The record indicates that the harm this bill seeks to prevent is most
Jikely to result from disclosure of a covert agent’s identity in the course
of a pattern of activities involving a series of acts having a common
purpose or objective and designed, first, to make a systematic effort at
identifying covert agents and, second, to expose such agents publicly.
The gratuitous listing of agents’ names in certain publications goes far
beyond information that might contribute to informed public debate
on foreign policy or foreign intelligence activities. That effort to iden-
tify U.S. intelligence officers and agents in countries throughout the
world and to expose their identities repeatedly, time and time again,
serves no legitimate purpose. Instead, it reflects a total disregard for
the consequences that may jeopardize the lives and safety of individ-
uals and damage the ability of the United States to safeguard the na-
tional defense and conduct an effective foreign policy.

The standard adopted in section 501(c) applies criminal penalties
only in very limited circumstances to deter those who make it their
business to ferret out and publish the identities of agents. At the same
time, it does not affect the First Amendment rights of those who dis-
close the identities of agents as an integral part of another enterprise
such a3 news media reporting of intelligence failures or abuses, aca-
demic studies of U.S. government policies and programs, or a private
organization’s enforcement of its internal rules.

The Committee shares the objectives expressed by the Attorney Gen-
eral when he wrote to the Committee to emphasize “the great impor-
tance” of this legislation.

While we must welcome public debate about the role of
the intelligence community as well as other components of our
government, the wanton and indiscriminate disclosure of the
names and cover identities of covert agents serves no salutory
purpose whatsoever. As public officials, we have a duty, con-
sistent with our oath to uphold the Constitution, to show our
support for the men and women of the United States intelli-
gence service who perform duties on behalf of their country,
often at great personal risk and sacrifice.
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The Attorney General added that the legislation should carefully
establish “effective prohibitions on egregious disclosures of identities
of intelligence agents, while recognizing essential rights of free speech
guaranteed to us all by the First Amendment and the important role
played by the press in exposing the truth.” 8

As the Attorney General agvised, S. 2216 concentrates on “wanton
and indiseriminate disclosure” where such activities serve ‘“no salutory
purpose whatsoever,” and it draws a distinction between such “‘egre-
gious disclosures” and other modes of publication so as to maintain
andhrgspeet “the important role played by the press in exposing the
truth.

Some believe deeply that any legislation punishing the publication
of information about government activities would be unconstitutional.
Others assert that the Constitution would allow punishing any un-
authorized disclosure of a covert agent’s identity, regardless of the
circumstances. The Committee believes, however, that S. 2216 strikes
a proper and consttiutional balance between the needs of a free society
for information that might contribute to informed debate on public
policy issues and the compelling concerns of the men and women who
serve our nation’s intelligence agencies at great risk and sacrifice.

SECTION-BY-SECTION ANALYSIS

SECTION 501—DISCLOSURE OF YDENTITIES

Section 501 establishes three distinct criminal offenses for the inten-
tional disclosure to unauthorized persons of information identifying
covert agents. The distinction among the offenses is based on the de-
fendant’s authorized access to classified information, or lack thereof.
The greater the degree of such access, the greater is the duty of trust
assumed by the defendant and the greater 1s the penalty for breach of
such duty. In addition, the elements of proof are fewer against defend-
ants with authorized access to classified information.

Section 501(a) applies to those individuals who have been given
authorized access to classified information which identifies a covert
agent. Such individuals, usually employees of the United States with
the most sensitive security clearances, have undertaken a duty of non-
disclosure of the nation’s most sensitive secrets. It is appropriate, in
the Committee’s view, to impose severe penalties for the breach of this
duty and to hold individuals in this category to stricter standards of
liability. Therefore, an individual who has had authorized access to
classified information identifying a covert agent would be subject to
a fine of $50,000 or imprisonment for ten years, or both, if he—

Intentionally discloses, to any individual not authorized to
receive classified information, any information identifying such
agent

gKm’)wing that the information disclosed identifies such agent,
and

Knowing that the United States is taking affirmative measures
to conceal the agent’s intelligence relationship to the United
States.

5 Letter from Attorney General Benjamin R. Civilettl to the Chalrman of the Senate
Select Committee on Intelligence, June 23, 1980.
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The word “intentionally” was carefully chosen to reflect the Com-
mittee’s intent to require that the government prove the most exacting
state of mind element in connection with section 501 offenses.®

It should be evident, but the Committee wishes to make clear, that
the words “identifies”, “identifying”, and “identity”, which are used
throughout section 501 are intended to connote a correct status as a
covert agent. To identify someone incorrectly as a covert agent is not
a crime under this bill.

The reference to “affirmative measures” is intended to confine the
effect of the bill to relationships that are deliberately concealed by
the United States. These “affirmative measures” could include the use
of such techniques as, for example, the creation of a “cover” identity
(a set of fictitious characteristics and relationships) to conceal the
individual’s true identity and relationship to an intelligence agency,
the use of clandestine means of communication to conceal the indi-
vidual’s relationship with United States Government personnel, and
the restricting of any mention of the individual’s true identity or
intelligence relationship to classified documents and channels. Proof
of knowledge that the United States is taking affirmative measures
to conceal an intelligence relationship will depend upon the facts and
circumstances of each case. It could be demonstrated by showing that
the discloser’s current or former employment or other relationship
with the United States required or gave him such knowledge. It could
also be demonstrated by statements made in connection with the dis-
closure or by previous statements evidencing such knowledge.

The mere fact that an intelligence relationship appears in a docu-
ment which is classified does not constitute evidence that the United
States is taking affirmative measures to conceal the relationship. For
instance, the document could be classified because of other informa-
tion it contains. ‘Similarly, the fact that the United States has not
publicly acknowledged or revealed the relationship does not by inself
satisfy the “affirmative measures” requirement.

Tt also is to be emphasized that though the identity disclosed must
be classified (see section 506(4)), the actual information disclosed
need not be. For example, the phone number, address, or automobile
license number of a CIA station chief is not classified information;
the disclosure of such information in a manner which identifies the
holder as the CIA station chief is an offense under the bill. However,
the connection between the information disclosed and the correct
identity of the covert agent must be direct, and the information must
point at a particular individual.

Finally, in connection with section 501(a), it should be noted that
the idenfity of a covert agent which is disclosed and which is'the sub-
ject of the prosecution must be an identity to which the offender,
through authorized access to classified information, was specifically
given access. :

Section 501(b) applies to those who learn the identity of a covert
agent “as a result of having authorized access to classified informa-
tion”. Basically, it covers those whose security clearance places them
in a position from which the identity of a covert agent becomes known
or is made known. The distinction between this category of offenders,

8 Legser degrees of mental culpability are knowing, reckless, and negligent. See S. Rept.
96-553, pages 62-69 (Criminal Code Reform Act of 1979, Report of the Committee on
the Judlciary, United States Senate, to accompany S. 1722.)
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and the category covered by section 501(a), is under section 501(a)
the offender must have had authorized access to specific classified in-
formation which identifies the covert agent whose disclosure is the
basis for the prosecution. Section 501 (b), on the other hand, requires
that the identity be learned only “as a result” of authorized access to
classified information in general.

As with-those covered by section 501(a), those in the 501(b) cate-
gory have placed themselves in a special position of trust vis-a-vis the
United States Government. Therefore, it 1s proper to levy stiffer penal-
ties and require fewer elements to be proved than for those who have
never had any authorized access to classified information (see section
501(c)).. However, the Committee recognizes that there is a subtle
but significant difference in the position of trust assumed between
an ortender within the section 501(a) category and an offender in the
section 501(b) category. Therefore, the penalty for a conviction under
section 501(b) is a fine of $25.000 or five years imprisonment, or both.

With the two exceptions discussed above—the relationship of the
offender to classified information and the penalty for conviction—
the two offenses, and the elements of proof thereof are thesame.

Section 501 (c) applies to any person who discloses the identity of a
covert agent.

As is required by subsections (a) and (b), the government must
prove that the disclosure was intentional and that the relationship
disclosed was classified. The government must also prove that the
offender knew that the government was taking affirmative measures
to conceal the classified intelligence relationship of the covert agent.
As is also the case with subsections (a) and (b), the actual informa-
tion disclosed does not have to be classified. However, the government
must prove that the defendant knew that he was disclosing a classified
relationship the government seeks to conceal by affirmative measures.

Unlike the previous two sections, authorized access to classified infor-
mation is not a prerequisite to a conviction under section 501(c). An
offender under this section has not voluntarily agreed to protect any
government information nor is he necessarily in a position of trust.
Therefore, section 501 (c) establishes three elements of proof not found
in sections 501 (a) or (b). The United States must prove—

That the disclosure was made in the course of a pattern of
activities, ie., a series of acts having a common purpese or
abiective;

That the pattern of activities was intended to identify and
expose covert agents; and :

That there was reason to believe such activities would impair
or impede the foreign intelligence activities of the United States.

S. 2216, as introduced, required that to be criminal the disclosure
made by those with no access to classified information would have to
be made “with the intent to impair or impede the foreign intelligence
activities of the United States.”

The bill, as reported, replaces this intent standard with a more
objective standard which requires that the disclosure must be “in the
course of a pattern of activities intended to identify and expose covert,
agents and with reason to believe that such activities would impair and
impede the foreign intelligence activities of the United States.” This
requirement makes it clear that the defendant must be engaged in a
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conscious plan to seek out undercover intelligence operatives and
expose them in circumstances where such conduct would impair U.S.
intelligence efforts.

It is important to note that the pattern of activities must be in-
tended to identify and expose such agents. Most laws do not require
intentional acts, but merely knowing ones. The difference between
knowing and intentional acts was explained as follows in the Senate

J(l;diciary Committee report on the Criminal Code Reform Act of
1980:

As- the National Commission’s consultant on this subject
put it, “it seems reasonable that the law should distinguish
between a man who wills that a particular act or result take
plaee and another who is merely willing that it should take
place. The distinction is drawn between the main direction
of a man’s conduct and the (anticipated) side effects of his
conduct.” For example, the owner who burns down his tene-
ment for the purpese of collecting insurance proceeds does
not desire the death of his tenants, but he is substantially
certain (i.e., knows) it will occur.

A newspaper reporter, then, would rarely have engaged in a pattern
of activities with the requisite intent “to identify and expose covert
agents.” Instead, such a result would ordinarily be “the (anticipated)
side effect of his conduct.”

Under the definition of “pattern of activities,” there must be a
series of acts with a common purpose or objective. A discloser must,
in other words, be in the business, or have made it his practice, to
ferret out and then expose undercover officers or agents where the
reasonably foreseeable result would be to damage an intelligence
‘agency’s effectiveness. Those who republish previous disclosures and
critics of U.S. intelligence would all stand beyond the reach of the
law if they did not engage in a pattern of activities intended to
identify and expose covert agents.

A journalist. writing stories about the CIA would not be engaged
in the requisite “pattern of activities,” even if the stories he wrote
included the names of one or more covert agents, unless the govern-
ment proved that there was intent to identify and expose agents
and that this effort was undertaken with reason to believe it would
impair or impede foreign intelligence activities. The fact that a
journalist had written articles critical of the CIA which did not
1dentify covert agents could not be used as evidence that the purpose
was to identify and expose covert agents. To meet the standard of
the bill, a discloser must be engaged in a purposeful enterprise of
revea].igg names—he must, in short, be in ther%usiness of “naming
names.

The following are illustrations of activities which would not be
covered :

An effort by a newspaper to uncover CIA connections with
it, including learning the names of its employees who worked
for the CIA.

An effort by a university or a church to learn if any of its
employees had worked for the CIA. (These are activities in-
tended to enforce the internal rules of the organization and not
identify and expose CIA agents.)
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An investigation by a newspaper of possible CIA connections
with the Watergate burglaries. (This would be an activity un-
dertaken to learn about the connections with the burglaries and
not to identify and expose CIA agents.)

An iavestigation by a schelar or a reporter of the Phoenix
program in Vietnam. (This would be an activity intended to
investigate a controversial program and not to reveal names.)

The government, of course, has the burden of demonstrating that
the pattern of activities was with-the requisite intent to identify and
expose covert agents. The government’s proof could be rebutted by
demonstrating some alternative intent other than identification and
exposure of covert agents. The government must also show that the
discloser had reason to believe that the activities would impair or
impede the foreign intelligence activities of the United States. For
example, a reporter could show that by printing a name of someone
commonly known as a CIA officer he could not reasonably have ex-
pected that such disclosure would impair or impede the foreign intel-
ligence activities of the United States.

SECTION 502—DEFENSE AND EXCEPTIONS

Section 502(a) states that “it is a defense to a prosecution under
section 501 that before the commission of the offense with which the
defendant is charged, the United States had publicly acknowledged
or revealed the intelligence relationship to the United States of the
individual the disclosure of whose intelligence relationship to the.
United States is the basis for the prosecution.” The words “publicly
acknowledged” are intended to encompass such public activities as
official publications of the United States, or official statements or press
releases made by those acting on behalf of the United States, which
specifically acknowledge an intelligence relationship. The United
States has “revealed” an intelligence relationship if 1t has disclosed
information which names, or leads directly to the identification of,
an individual as a covert agent. Information does not lead directly
to such an identification if the identification can be made only after
an effort to seek out and compare, cross-reference, and collate informa-
tion from several publications or sources which in themselves evidence
an effort by the United States to conceal this identity.

Section 502(b) (1) and (2) ensure that a prosecution cannot be
maintained under section 501(a), (b), or (c), upon theories of alding
and abetting, misprison of a felony, or conspiracy, against an individ-
ual who does not actually disclose information unless the government
can prove the “pattern of activities” and the intent and “reason to
believe” elements which are part of the substantive offense of section
501(c). A reporter to whom is disclosed, illegally, the identity of a
covert agent by a person prosecutable under section 501(a) or (b)
would most likely not be engaging in the requisite course of conduct,
because he would not likely be engaged in a pattern of activities
intended to identify and expose covert agents.

Section 502(c) 1s intended to make clear that disclosures made
directly to the House or Senate Intelligence Committees are not
criminal offenses,

Section 502(d) states that “it shall not be an offense under section
501 for an individual to disclose information that solely identifies
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himself as a covert agent.” The word “golely” is intended to make
clear that such an individual cannot be subject to the penalties of

section 501 simply on the grounds that he revealed his own identity
as a covert agent.

SECTION 503—PROCEDURES FOR ESTABLISHING COVER FOR INTELLIGENCE
OFFICERS AND EMPLOYEES

Section 503 requires the President to establish procedures to ensure
that undercover intelligence officers and employees receive effective
cover. To this end, the section also stipulates that the procedures shall
provide that those departments and agencies of the government desig-
nated by the President to provide assistance for cover arrangements
shall provide whatever assistance the President deems necessary to
effectively maintain the secrecy of such officers and employees.

This provision of the bill does not stipulate which elements of gov-
ernment, shall provide assistance or what that assistance must be. Such
procedures are exempted from any requirement for publication or

disclosure. The Committee 1s not addressing in this provision the rela-

tionships between intelligence agencies and private organizations or
institutions.

SECTION 50 4—EXTRATERRITORIAL J URISDICTION

This section is intended to remove any doubt of the Congress’s intent
to authorize the federal government to prosecute a United States citi-
zen or permanent resident alien for an offense under section 501 com-
mitted outside of the United States.”

SECTION 505—FPROVIDING INFORMATION TO CONGRESS

This section is intended to make clear that no provision of the legis-
lation authorizes the Executive branch to withhold information from

the Congress.
SECTION 506—DEFINITIONS

Section 506(1) defines “classified information.” It means identifi-
able information or material which has been given protection from
unauthorized disclosure for reasons of national security pursuant to
the provisions of a statute or executive order.

Section 506(2) defines “authorized.” When used with respect to
access to classified information it means having authority, right, or
permission pursuant to the provisions of a statute, executive order,
directive of the head of any department or agency engaged in foreign
intelligence or foreign counterintelligence activities, order of any
United States court, or the provisions of any rule of the House of Rep-
resentatives or resolution of the Senate which assigns responsibility
within the respective House of Congress for the oversight of intelli-
gence activities.

Thus, the bill would not impose criminal penalties for disclosures
made pursuant to a federal court order or to either of the intelligence

e

7 For dlscussion of Congress's power to authorize such prosecution. see Notes. Extra-
territorial Jurisdictlon—Criminal Law 13 Harv. Int. Law Journal 347 ; Extraterritorial
Application of Penal Legislation, 64 Mich. Law Rev. 609: and Working Papers of the
National Commission on Reform of Federal Criminal Laws, Vol. 1, p. 69 (1970).
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oversight committees, or for disclosures otherwise authorized by stat-
ute, executive order, or departmental directive.

Section 506 (3) defines “disclose.” It means to communicate, provide,
ni)llpart, transmit, transfer, convey, publish or otherwise make avail-
able.

Section 506(4) defines “covert agent.” The term encompasses thres
distinct groups. In the first group are officers or employees of (or
members of the Armed Forces assigned to) an intelligence agency
whose identities are classified and who are serving outside the United
States at the time of the disclosure or have so served within the pre-
vious five years.

In the second group are U.S. citizens in the United States who are
agents or informants of the foreign counterintelligence or foreign
counterterrorism components of the FBI, or U.S. citizens outside the
U.S. who are agents of, or informants or sources of operational assist-
ance to an intelligence agency. In each instance the intelligence rela-
tionship must be classified. Domestic agents and informants of the
CIA or the Department of Defense are not included within the defini-
tion.

In the third group are present or former agents of an intelligence
agency and informants or sources of operational assistance to an in-
telligence agency whose identities are classified and who are not U.S.
citizens.

The Committee intends the term “agent” to be construed according
to traditional agency law. Essentially, an agent is a non-employee
over whom is exercised a degree of direction and control. A “source
of operational assistance”, on the other hand, is a non-employee who
is not necessarily subject to direction and control, but who supports
or provides assistance to activities which are under direction and
control.

Section 506(6) defines “intelligence agency.” It means the Central
Intelligence Agency, any foreign intelligence component of the De-
partment of Defense, or the foreign counterintelligence or foreign
counterterrorism components of the FBI.

Section 506(6) defines “informant.” It means any individual who
furnishes information to an intelligence agency in the course of a
confidential relationship protecting the identity of such individual
from public disclosure. This definition, along with that of “covert
agent”, ensures that the term “informant” does not include all possible
sources of assistance or information, but is narrowly defined to bring
within it a limited number of individuals whose identity is classified
and whose relationships with an agency are or have been part of an
established foreign intelligence, foreign counterintelligence, or foreign
counterterrorism collection operation or program.

Section 506(7) defines “officer” and “employee” with the definition
given such terms by section 2104 and 2105, respectively, of title 5,
United States Code. : - :

Section 506(8) defines “Armed Forces” to mean the Army, Navy,
Air Force, Marine Corps, and Coast Guard. ’

Section 506 (9) defines “United States.” When used in a geographic
sense it means all areas under the territorial sovereignty of the United
States and the Trust Territory of the Pacific Islands.

Section 506 (10) states that “the term ‘pattern of activities’ requires

a series of acts with a common purpose or objective.” This ensures,



among other things, that an isolated disclosure not part of a pattern
of activities intended to identify and expose is not subject to the pen-
alties in section 501(c). A pattern of activities cannot be random acts,
but must be part of a systematic effort to identify and expose iden-

tities of covert agents.
Cost EstnIATE OF CONGRESSIONAL Bupeer OFFICE

U.S. CoNGRESS,
CoxcressioNaL Bupeer OFFICE,
Washington, D.C., August 1, 1980.

Hon. Birer Bavs,
Chairman, Select Committee on Intelligence,
U.8. Senate, Washington, D.C. ,

Dear Mr. CuarMAN : Pursuant to Section 403 of the Congressional
Budget Act of 1974, the Congressional Budget Office has reviewed
S. 22186, the Intelligence Identities Protection Act, as ordered reported
by the Senate Select Intelligence Committee on July 29, 1980.

. 9916 amends the National Security Act of 1947 to prohibit the
unauthorized disclosure of information identifying certain United
States intelligence officers, agents,. informants, and sources. It is ex-
pected that no additional cost to the government will be incurred as

a result of enactment of this legislation.
Sincerely, o
Arpice M. Rivuw, Director.

EvALUATION OF REGULATORY IapacT

In accordance with rule XXIX of the Standing Rules of the Sen-
ate, the Committee finds that, with the possible exception of section
503(a), no regulatory impact will be incurred in implementing the
provisions of this legislation.

In accordance with rule XXIX(a)(2) of the Standing Rules of the
Senate, the Committee finds that it is impracticable to comply wit
the requirement for an evaluation of the regulatory impact of section
503(a) of this legislation for the following reasons:

(1) Section 503(a), concerning Pprocedures for Establishing
Cover for Intelligence Officers and Employees,” provides that. the
President shall establish such procedures as the President deter-

mines are necessary to provide effective cover for intelligence

officers and employees. The provision itself neither establishes such
nge existing pro-

procedures nor requires the President to cha

cedures. Thus it is not possible for the Committee to determine
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be affected, the economic impact of any new procedures,
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CuaxNces 1IN Existine Law Mape Y THE BrL

In compliance with subsection (4) of rule XXIX of the Standing
Rules of the Senate, changes in the existing law made by the bill, as
reported, are shown as follows (new matter is printed in italic, and ’
existing law in which no change is proposed is shown in roman) :

(61 Stat. 497) Chapter 343

AN ACT To promote the national seeurity by providing for a Secretary of De-
fense: for a National Military Establishment; for a Department of the Army,
a Department of the Navy, and a Department of the Air Force; and for the
coordination of the activities of the National Military Establishment with
other departments and agencies of the Government concerned with the na-
tional security

Be it enacted by the Senate and House of Representatives of the
United.States of America in Congress assembled,

SHORT TITLE

That is Act may be cited as the “National Security Act of 1947.”

TABLE OF CONTENTS

* - * * * * %* 3

TITLE V—PROTECTION OF CERTAIN NATIONAL SECURITY
INFORMATION

Sec. 501. Protection of identities of certain United States undercover intelligence
officers, agents, informants and sources.

Sec. 502. Defenses and exceptions.

See. 503. Procedures for establishing cover for intelligence officers and em-
ployees.

Sec. 504. Extraterritorial jurisdiction.

Sec. 505. Providing information to Congress.

Sec. 506. Definitions.

* #* * * % * *

TITLE V—PROTECTION OF CERTAIN NATIONAL
SEC’URITYINFORMATION

PROTECTION OF IDENTITIES OF CERTAIN UNITED STATES UNDERCOVER INTEL~-
LIGENCE OFFICERS, AGENTS, INFORMANTS AND SOURCES

Ske. 501. (a) However, having or having had authorized access to
classified information that identifies a covert agent, intentionally dis-
closes any information identifying such covert agent to any indi-
vidual not authorized to receive classified information, knowing that
the information disclosed so identifies such covert agent and that the
United States is taking affirmative measures to conceal such covert
agent’s intelligence relationship to the United States, shall be fined not
maore than $50,000 or imprisoned not more than ten years, or both.

(b) Whoever, as a result of having authorized access to c?as.szﬁe(l in-
formation, learns the identity o f @ covert agent and intentionally dis-
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closes any information identifying such covert agent to any individual
not authorized to receive classified information, knowing that the in-
formation disclosed so identifics such covert agent and that the United
States is taking affirmative measures to conceal such covert agent’s
intelligence relationship to the United States, shall be fined not more
than $25 000 or imprisoned not more than five years, or both.

(¢) Whoever, in the course of a pattern of activities intended to
identify and expose covert agents and with reason to believe that such
activities would impair or impede the foreign intelligence activities of
the United States, discloses aninformation that identifies an individual
as @ covert agent to any individual not awthorized to receive classified
information, knowing that the information disclosed so identifies such
individual and that the United States is taking affirmative measures to
concedl swch individual's classified intelligence relationship to the
United States, shall be fined not more than $15,000 or imprisoned not
more than three years, or both.

DEFENSES AND EI_(GEPTIONS

Src. 602. (a) It is a defense to a prosecution under section 501
that before the commission of the offense with which the defendont is
charged, the United States had publicly acknowledged or revealed the
intelligence relationship to the United States of the individual the dis-
closure of whose intelligence relationship to the United States is the
basis for the prosecution. :

(b) (1) Subject to paragraph (2), no person other than a person
committing an offense under section 501 shall be subject to prosecution
under such section by virtue of section 2 or J, of title 18, United States
Code, or shall be subject to prosecution for conspiracy to commit an
offense under such section.

(2) Paragraph (1) shall not apply in the case o f a person who acted
in the course ofD a pattern of activities intended to identify and expose
covert agents and with reason to believe that such actiwities would
fé/'npair or impede the foreign intelligence activities of the United

tates.

(¢c) It shall not be an offense under section 501 to transmit informa-
tion described in such section directly to the Select Committee on In-
telligence of the Senate or to the Permanent Select Committee on
Intellz'gem’ei:lf the House of Representatives.

(d) 1t shall not be an offense under section 501 for an individual to
disclose information that solely identifies himself as a covert agent.

PROCEDURES FOR ESTABLISHING COVER FOj? INTELLIGENCE OFFICERS
AND EMPLOYEES .

See. 503. (a) The President shall establish procedures to ensure
that any individual who is an officer or employee of an intelligence
agency, or a member of the Armed Forces assigned to duty with an
intelligence agency, whose identity as such an officer, employee, or
member is classified information and which the United States takes
affirmative measures to conceal is afforded all appropriate assistance to
ensure that the identity of such individual as such an officer, employee,
or member is effectively concealed. Such procedures shall provide that
any department or agency designated by the President for the purposes
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of this section shall provide such assistance as may be determined by the
President to be necessary in order to establish and effectively maintain
the secrecy of the identity of such individual as such an officer, em-
ployee, or member. .

(b) Procedures established by the President pursuant to subsec-
tion (@) shall be exempt from any requirement for publicotion or
disclosure.

EXTRATERRITORIAL JURLSDICTION

Sec. 504. There is jurisdiction over an offense under section 501
committed outside the United States if the individual committing the
offense i3 a citizen of the United States or an alien Man% admatted
to the United States for permanent residence (a3 defined in section
101(a) (20} of the Immigration and Nationality Act).

PROVIDING INFORMATION TO CONGRESS

Skec. 505. Nothing in this title shall be construed as authority to
withhold information from Congress or from a comvmittee of either

House of Congress.
DEFINITIONS

Skc. 506. For the purposes of this title:

(1) The term “classified information” means ‘information or
material designated and clearly marked or clearly represented,
pursuant to the provisions of a statute or Executive order (o7 a
requlation or order issued pursuant to a statute or Executive
order), as requiring a specific degree of protection against unau-
thorized disclosure for reasons of national security.

(2) The term “authorized”, when used with respect to access to
classified information, means having authority, right, or permis-
sion pursuant to the provisions of a statute, Executive order, di-
rective of the head of any department or agency engaged in foreign
intelligence or counterintelligence activities, order of any United
States court, or provisions or any Rule o f the House of Represent-
atives or resolution of the Senate which assigns responsibility
within the respective House of Congress for the oversight of in-
telligence activities.

(8) The term “disclose” means to commumicate, provide, im-
part, transmit, transfer, convey, publish, or otherwise make
available.

(4) The term “covert agent” means—

(4) an officer or employee of an intelligence agency or
@ member of the Armed Forces assigned to duty with an intel-
ligence agency,
(2) whose identity as such an officer, employee, or
member is classified information, and
(i3) who is serving outside the United States or has
within the last five years served outside the United

States; or
(B) a United States citizen whose intelligence relationship

to the United States is classified information and
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(3) who resides and acts outside the United States as
an agent of, or informant or source of operational assist-
ance to, an intelligence agency, or

(%) who is at the time of the disclosure acting as an
agent of, or informant to, the foreign counterintelligence
or foreign counterterrorism COMPONEnts of the Federal
Bureaw of Investigation; or

(C) an individual, other than a United States citizen,
whose past or present intelligence relationship to the United
States is classified information and who is a present or former
agent of, or @ present or former informant or source of opera-
tional assistance to, an intelligence agency.

(8) The term “intelligence agency” means the Central Intel-
ligence Agency, a foreign intelligence component of the Depart-
ment of Defense, or the foreign counterintelligence or foreign
counterterrorism components of the Federal Bureaw of Investiga-
tion.

(6) The term ‘informand” means any individual who furnishes
information to an intelligence agency n the course of @ confiden-
tial relationship protecting the identity of such individual from
public disclosure.

(7) The terms “officer” « “employee” have the meanings
given such terms by section 210} and 2105, respectively, of title 5,
United States Code.

(8) The term “Armed Forces” means the Army, Navy, Air
Force, Marine Corps, and Coast Guard.

(9) The term “United States”, when used in a geographic sense,
means all areas under the territorial sovereignty of the United
States and the Trust Territory of the Pacific Islands.

(10) The term “pattern of activities” requires a series of acts

with a common purpose or objective.
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ADDITIONAL VIEWS OF SENATOR BIDEN

S. 2216, the Intelligence Identities Protection Act of 1980, aims at
a most desirable objective, the cessation of the irresponsible, whole-
sale disclosure of the identities of covert agents involved in the intel-
ligence activities of the United States Government. These intelligence
activities make an essential contribution to the security of the United
States and the conduct of its foreign policy. They should not be de-
terred by the actions of individuals endlessly attributing sinister
schiemes to the United States, thereby disrupting intelligence activities
and endangering individuals’ lives. '

I join in the condemnation of these destructive actions and support
the effort of my colleagues on the Intelligence Committee to examine
what the Congress might do about them. I think that S. 2216 could
supply an effective and constitutional, statutory basis for punishing
individuals who mount the equivalent of a private, hostile intelligence
oftensive detrimental to the interests of the United States. Certainly
this report shows that the Committee is sensitive to the fact that in
legislating in this area it contfronts formidable First Amendment
issues.

This report clearly indicates that the Committee neither wants nor
intends to penalize those journalists or other citizens who exercise
their constitutional right of critizing the intelligence activities of the
United States. This report, further, puts the Committee on record as
acknowledging that in the course of exercising this constitutionally
guaranteed right, of exposing governmental wrongdoing, or of con-
tributing to informed, democratic debate it might, at times, be neces-
sary to identify covert agents. Contrary to some of the criticism ad-
vanced against this bill, the Committee has carefully labored to com-
pile a record making it difficult to interpret S. 2216 as threatening to
attach eriminal liability to the exercise of First Amendment rights.
The Committee wants only to criminalize those systematic, blatantly
hostile activities intended to identify covert agents in circumstances
likely to damage the interests of the United States.

Having said all this, I felt compelled to vote against this bill in
Committee. It appears that there are several constitutional questions
regarding this bill that still need to be answered, or at a minimum
better explored, before it should be approved. No matter how strongly
or unanimously the Congress might want to prohibit the sorts of dis-
closures that this bill targets, it is not yet manifest that the Constitu-
tion allows us to do so.

The first matter that we need further to examine is the constitu-
tionality of criminalizing any disclosures whatsoever, no matter how
reprehensible, if they are based on publicly available information.
Furthermore, the Congress must consider, even more closely than the
Committee has already done, the possibility that this bill is still over-
broad and, therefore, potentially unconstitutional. Although to the
current members of the Intelligence Committee the intent of this bill

(51)



is straightforward and narrow, is it feasible that at some time in the
future less cautious officials could level a similar statute at a broad
class of individuals, many acting within the Constitution ?

It is quite possible that were these issues to be further addressed,
S. 2216 would pass careful constitutional inspection. T hope this bill
will stand up under such additional constitutional scrutiny. If so, it
will receive my support on the Senate floor. The clear need now then
is that there be further vigorous examination of these constitutional
issues before a final vote is taken.

Joe BipEN.
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STATEMENT BY SENATOR JOHN H. CHAFEE

Mr. Chairman, almost five years ago, Richard S. Welch was brutally
murdered in front of his home as he returned from a Christmas party
at the American Ambassador’s resident. Welch’s assassination occur-
red within a month of the time that he was publically identified as CIA.
station chief in the Athens Daily News. The information for the News
story came from Philip Agee’s Counterspy magazine. )

At the time of the Welch assassination, Counterspy magazine
claimed that they had leaked the names of 225 alleged CIA agents.
Now, five years later, Louis Wolf of the Covert Action Information
Bulletin, the successor of Counterspy, can boast that he has disclosed
the names of more than 2,000 alleged American intelligence officers
stationed around the world.

" This same Louis Wolf was responsible for revealing the names of 15
alleged CIA officers in Kingston, Jamaica, this month. He also re-
vealed their addresses, telephone numbers, license plate numbers and
the colors of the cars they drove. Within 48 hours of this announcement,
the home of one of the men named, Mr. Richard Kinsman of the U.S.
Embassy, was fired upon with submarine guns and an explosive device.
The bedroom of Kinsman’s 12 year old daughter was riddled with bul-
lets in the attack. A few days later, another assassination attempt was
made—this time on Jesse Jones of the U.S. Agency for International
Development, who had also been named by Wolf.

When Louis Wolf returned from his “work” in Jamaica, the Wash-
ington Post referred to him as one of the a “few despicable Americans,”
while the New York Times said he and his ilk were “the most con-
temptible scoundrels.” A caller on Eyewitness News went one step fur-
ther, and accused Wolf of treason, to which he responded, “Everything
I do is totally legal. If it wasn’t you can be sure X’d be sitting in jail at
this moment.”

Mr. Chairman, I think that this situation is intolerable, where
American citizens posted overseas to perform the duly authorized busi-
ness of this Government are repeatedly subject to the vicious and ir-
responsible allegations of a Philip Agee or a Louis Wolf. This “naming
names” is not a recent phenomenon. It has been going on for over five
vears, and it has resulted in the assassination or near assassination of a
number of American officials. It has disrupted the lives and the work of
countless others.

As Louis Wolf so cavalierly gloats, there is no law under which he
and his henchmen can prosecuted for this treasonable business, and I
think it is time for us here today to produce and to perfect one.

The bill that we have before us is a substitute for the intelligence
identities provision of S. 2216. It is the result of numerous drafts and
revisions. It incorporates the thinking of most of the members of this
Committee as well as of other Senators and Representatives. This bill
reflects the judgments of days of hearings, and weeks of consultation.

(33)




In my view, this bill addresses the immediate problem of placing a
price on the treasonable activity of “naming names,” while, at the same
time, providing a series of defenses against prosecution for journalists
and citizens who wish to exercise their First Amendment rights. In
most respects, this bill is identical to H.R. 5615, the House version,
which passed the House Intelligence Committee by unanimous vote last
Friday, July 25, 1980.

Mr. Chairman, I will not take any additional time to explain each
of the provisions of this bill. We can do this in a few minutes when we
markup this bill. However, it is important to emphasize that a tremen-
dous amount of effiort has been expended to ensure that this legislation
resolves any constitutional concerns raised by the original S. 2216. The
language of this bill makes it clear that the defendant must be engaged
in a conscious plan to seek out undercover intelligence operatives and
to expose them in the course of a series of related uctivities thhat have
a common purpose. In short, he or she must be in the busines of “nam-
ing names.”

I think it is time we put an end to this business. In the words of
Chairman Boland of the House Intelligence Committee, “it benefits
no one but our adversaries.”

I thank the Chairman.

Jornx H. Cuaree.
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INTELLIGENCE IDENTITIES PROTECTION ACT

Avgusr 1, 19>80'.)—‘—‘Ordered to be printed

. Mr. Boraxp, from the Permanent Select Committes on Intelligence,
' ’ subm1tted the followmg

. REPORT

[To accompany H.R. 5615]

The permanent Select Committee on Intelligence, to whom was
referred the bill (FL.R. 5615) to amend the Nations! Security Act of
1947 to prohibit the unauthorized disclosure of information identifying

rtain U.S. intelligence officers, agents, informants, and sources, hav-

considered the same, report favorably thereon with an amendment

d recommend that the bill do pass.

The amendment is as follows:

Strike out all after the enacting clause and insert in lieu thereof the
following

That this Act may be cited as the “Intelligence Identities Protection Act”.
SEec. 2. (a) The National Security Act of 1947 is amended by adding at the end
thereof the following new title:

“TITLE V-——PROTECTION OF CERTAIN NATIONAL SECURITY
INFOR’\IATIOV

“DISCLOSURE OF IDENTITIES OF CERTAIN UNITED STATES UNDERCOVER INTELLIGENCE
OFFICERS, AGENTS, INFORMANTS, AND SOURCES

“Sec. 501, (a) Whoever, having or having had authorized access to classified
information that ulentlﬁes a covert agent, intentionally discloses any informa-
tion identifying such covert agent to any individual not authorized to receive
classified information, knowing that the information disclosed so identifies such
covert agent and that the United States is taking affirmative measures to con-
ceal such covert agent’s intelligence relationship to the United States, shall be
fined not more than $30,000 or imprisoned not more than ten years, or both.

“(b) Whoever, as a result of having authorized access to classified information,
learns the identity of a covert agent and intentionally discloses any mformatxon
identifying such covert agent to any individual not authorized to receive classi-
fied information, knowing that the information disclosed so identifies such covert
agent and that the United States is taking affirmative measures to conceal such
covert agent’s intelligence relationship to the United States, shall be fined not
more than $25,000 or imprisoned not more than five years, or both.
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“{e) Whoever, in the course of an effort to identify and expose covert agents
with the intent to impair or impede the foreign intelligence activities of the
TUnited States, discloses, with the intent to impair or impede the foreign in-
telligence activities of the United States, to any individual not authorized to
receive classified information, any information that identifies a covert agent know-
ing that the information disclosed so identifies such covert agent and that the
United States is taking affirmative measures to conceal such covert agent’s in-
telligence relationship to the United States, shall be fined not more than $15,000
or imprisoned not more {han three years, or both.

“pDEFENSES AND EXCEPTIONS

ugpe. 502. (a) It is a defense to a prosecution under section 501 that before the
commission of the offense with which the defendant is charged, the United States
had publicly acknowledged or revealed the intelligence relationship to the United
States of the individual the disclosure of whose intelligence relationship to the
United States is the basis for the prosecution.

“(b) (1) Subject to paragraph (2), no person other than a person comitting
an offense under section 501 shall be subject to prosecution under such section
by virtue of section 9 or 4 of title 18, United States Code, or shall be subject to
prosecution for conspiracy to commit an offense under such section.

«(2) Paragraph (1) shall not apply in the case of a person who acted in the
the course of an effort to identify and expose covert agents with the intent to
impair or impede the foreign intelligence activities of the United States.

“(c¢) In any prosecution under section 501(c¢), proof of jntentional disclosure
o2 information described in such section, or inferences derived from proof of such
disclosure, shall not alone constitute proof of intent to impair or impede the
foreign intelligence activities of the United States.

«(d) It shall not be an offense under section 501 to transmit information de-
seribed in such section directly to the Select Committec on Intelligence of the
the Senate or to the Permanent Select Committee on Intelligence of the House of

‘Representatives.

“PROCEDPURES FOR ESTABLISHING CovER FOR INTELLIGENCE O¥FFICERS AND AGENTS

“Ipc. 503. (a) The President shall establish procedures to ensure that any
jndividual who is an officer or employee of an intelligence agency, or a meinber
of the Armed Forces assigned an officer, employee, or member ageucy, whose
jdentity as such an oflicer, employee, or member is classified information and
which the United States takes affirmative measures to conceal, is afforded all
appropriate assistance to ensure that the identity of such individual as such an
officer, cmpioyee, Or wember is effectively concealed. Such procedures shall
provide that any department or agency designated by the President for the pur-
poss of this section shall provide such assistance as may be determined by the
President to be necessary in order to establish and effectively maintain the sec-
recy of the identity of such individual as such an officer, employee, or member.

“(b) Procedures established by the President pursuant to subsection (a)
shall be exempt from any requirement for publication or disclosure.

«Qge. 504. There is jurisdiction over an offense under section 501 committed
ouside the United States if the individual committing the offense is a citizen of
the United States or an alien lawfully admitted to the United States for perma-
ment residence (as defined in section 101 (a) (20) of the Tmmigration and Na-
tionality Act).

«“PROVIDING INFORMATION TO CONGRESS
strued as authority to withhold in-

“gpe. 505, Nothing in this title shall be con
of either House of Congress.

formation from Congress Or from committee

“PDEFINITIONS

«Qre. 506. For the purposes of this title:
“(1) The term classified information’ means information or material desig-

nated and clearly marked or clearly represented, pursuant to the provisions
of a statute or Executive order (or a regulation or order issued pursuant to a
statute or Executive order), as requiring a specific degree of protection
against unauthorized disclosure for reasons of national security.
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“{2) The term ‘authorized’, when used with respect to access to classified
information, means having autbority, right, or permission pursuant to the
provisions of a statute, Executive order, directive of the head of any depart-
ment or agency engaged in foreign intelligence or counterintelligence activi-
ties, order of a United States court, or provisions of any Rule of the House

. of Representatives or resolution of the Senate which assigns responsibility
within the respocnve House of Congress for the oversight of intelligence
activities.

“(3) The term ‘disclose’ means to communicate, provide, 1mpart transmit,

. transfer, convey, publish, or otherwise make avallable

“(4) The term ‘covert agent’ means— :

“(A) an officer or employee of an mtellxgence agency or a member of
the Armed Forces assigned to duty with an intelligence agency—

s - *(i) whose identity as such an officer, employee, or member is

ST o classified information, and

“(ii) who is serving outside the United States or has within the
last five years served outside the United States;

“(B) a United States citizen whose intelligence relationship to the
United States is elassified information and—

*(i) who resides and acts outside the United States as an agent
of, or informant or source of operational assistance to, an intelligence
agency, or

“(ii) who is at the time of the disclosure acting as an agent of,
or informant te, the foreign counterintelligence or foreign counter-
terrorism components of the Federal Bureau of Investigdtion; or

“(C) an individual, other than a United States citizen, whose past or
present intelligence relationship to the United States iy classifiel and
who is a present or former agent, of or a present or former inforinant or
source of operational assistance to, an intelligence agency.

“(5) The term ‘intelligence agency’ means the Central Intelligence Agency,
the foreign intelligence components of the Department of Defeuse, or the
foreign counterintelligence or foreign counterterrorist components of the
Federal Bureau of Investigation.

“(6) The term ‘informant’ means any individual who furnishes information
to an intelligence agency in the course of a confidential relationship protecting
the identity of such individual from public disclosure.

“(7) The terms ‘officer’ and ‘employee’ have the meanings given such terms
by sections 2104 and 2103, respectively, of title 5, United States Code.

*“{8) The term ‘Armed Forces' means the Army, Navy, Air Force, Marine
Corps, and Coast Guard.

“(9) The term ‘United States’, when used in a geographic sense, means all
areas under the territorial sovereignty of the United States and the Trust
Territory of the Pacific Islands.”.

(b) The table of contents at the beginning of such Act is amended by adding
at the end thereof the following:

“TITLE V—PROTECTION OF CERTAIN NATIONAL SECURITY INFORMATION

“Sec. 501. Disclosure of identities of certain United States undercover intelligence officers,
agenty, informants, and sources.

“Sec. 502, Defenses and pxceptiom

“See. 503. Precedures for establishing cover for Intelligence officers and employees.

“Sec. H04. Yixtraterritorial jurisdiction,

“Sec. 503. Providing information to Congress.

“Sec. 506. Definitions.”,

INTRODPUCTION

A critical need for the effective conduct of U.S. foreign and defense
policy is the production and analysis of high quality intelligence infor-
mation. Further, U.S. policy interests and involvement have expanded
in both these areas so that the demand for intelligence has also increased
dramatically. The President and an ever ]fu'O'er group of high-level
policymakers want an increasingly qophlqtlcated highly qpecmhzed
flow of information on such broad«rangmg topics as strategic force
structure, nuclear proliferation, international terrorism, oil pricing




policies, drug trafficking, Third World economic growth, and the
Iranian hostage crisis—not to mention the activitiés of hostile intelli-
gence services.

As critical as the need for finished intelligence products is the need
for the means to collect intelligence. A variety of methods—sonie highly
technical and sophisticated—are employed by the U.S. intelligence
community for this purpose. Notwithstanding the essential contribu-
tion of these systems, however, there continues to be a need for tradi-
tional human intelligence collection. Without the often unique contri-
bution of human collectors—undercover intelligence operatives and
those who aid them-—the U.S. Government would be without needed
insights into the actual plans and intentions of foreign powers it must
confront or the international problems it must solve. Further, as the
United States seeks to implement its foreign policy objectives, it re-
quires in unusual and important situations the capability to use clan-
destine operators to compliment its overt policy initiatives.

Intelligence operatives have aways faced risks from exposure.
Espionage is criminal activity in the country in which it occurs. In
many countries today, to the threat of expulsion or imprisonment for
spying must be added the possibility of terrorist attack targeted on in-
telligence operatives who are exposed as such. Thus U.S. intelligence
operatives are provided protection in the form of alias identification
and disguise. They in turn conceal through thadecraft their relation-
ship to those from whom they seek information or assistance in carry-
ing out their intelligence assignments. Such arrangements—cover and
candestine means of communication-—are employed by all intelligence
services throughout. the world. They scck to protect the viability of the
intelligence services’ operations and the personal safety of their offi-
cers and agents. In the process, they avoid the embarassment exposure
would bring to the countries on whose behalf these services operate.

The exposure of a U.S. intelligence officer abroad aways carries with
it the loss or diminution of that officer’s cover, with a concommitant
loss in his effectiveness as a secret operative for his Government. Fur-
ther, in some circumstances, his life or the lives of his family may be
jeopardized. These results are always harmful to U.S. interests since,
beyond these most busic divadvantages, such an exposure embarasses
the U.S. Government and may complicate its relations with another
government while demoralizing, or resulting in the loss of, the officer.
Yet such exposures sometimes occur and it is a measure of the resil-
iency of an intelligence agency in how it adjusts to such setbacks.

It is more than a setback, however, when undercover intelligence op-
eratives become the target of repeated, systematized exposures by
individuals or groups bent on the production of all the above enumer-
- ated effects and with the goal of destroying this essential U.S. intelli-
gence capability. Yet, such has been the experience of the Clentral In-
telligency Agency in recent years. Individuals—former employees
among them—and several publications have taken it upon themselves
to discover and disclose wholesale the identities of undercover CIA
and other intelligence officers and those foreign nationals with whom
they work.

Further, the motivation for these acts has been advanced clearly and
repeatedly-—that exposure of all U.S. intelligence operatives will pre-

o del

T iant i e ks wrane

A P s

vent them from performi
the agencies for which thq

These activities have b
in the loss—measured in
pense—of seasoned clang
Intelligence agencies. Th
of intelligence necessary
ably, the clear indication
officers has played a part
In one tragic instance,
harassment, threats and
other exposed officers and

In the opinion of the ¢
names of undercover intg
no useful informing fu
abuses; it does not furth
debate ; and it does not «
and informed electorate.

Whatever the motives
result is the disruption :
grams—programs that ©
1dent, and the American
adversaries.

Moreover, disaster, or
have been troubled by ti
of the committee that it ?
of adversity as a yesult o
can people canygsms sk tl
travel the seer
a response tot 1ls tl

It 1s in this context tha!
H.R. 5615. The bill crim}
a direct result of the com
the Nation’s ability to co
mon defense and that diss
hension of harm dedicaty
country in a diflicult and

Sus

Although the committs
intelligence identities, it
context. The committee
operate in an area fraug
limited its scope in orde
proceed in violation of i
closer or where the disclog
tice of identification and
gence capabilities.

Thus, the bill applies
individuals. The first con
1s, officially recorded) ac




5

vent them from performing their duties and thereby render powerless
the agencies for which they work.

These activities have been successful to a point. They have resulted
in the loss—measured in terms of training, expertise, morale and ex-
pense—of seasoned clandestine officers and valuable agents of U.S.
intelligence agencies. That loss in turn has aftected adversely the flow
of intelligence necessary for the formulation of U.S. policies. Lament-
ably, the clear indication has been that an exposure of undercover CIA
officers has played a part in attacks on the lives of those individuals.
In one tragic instance, the attack was fatal. In many more cases,
harassment, threats and the fear of them have taken their toll on
other exposed officers and their families.

In the opinion of the committee, the unauthorized disclosure of the
pames of undercover intelligence agents is a pernicious act that serves
no useful informing function whatsoever. It does not alert us to
abuses; it does not further civil liberties; it does not enlighten public
debate; and it does not contribute one iota to the goal of an educated
and informed electorate. c oo '

Whatever the motives of those engaged in such activity, the only
result is the disruption of our legitimate intelligence collection pro-
grams—programs that bear the imprimatur of the Congress, the Pres-
ident, and the American people. Such a result benefits no one but our
adversaries.

Moreover, disaster, or its stepchild terror, stalks those whose lives
have been troubled by this campaign of disruption. It is the opinion
of the committee that it is enough that covert agents must expect a life
of adversity as a result of their calling. The Congress and the Ameri-
- can people cannot ask them and their many colleagues to continue to
travel the secret ways of the world’s capitals without a recognition and
a response to the perils they face and can ill avoid.

rar

g It isin this context that the committee has considered and marked up
HL.R. 5615. The bill criminalizes disclosure of intelligence identities as
a direct result of the committee’s conclusion that such disclosures harm

the Nation’s ability to conduct foreign policy and provide for the com-
mon defense and that disclosure can place in jeopardy or severe appre-
hension of harm dedicated and loyal men and women who serve their
country in a difficult and dangerous profession.

SuMMARY OF LEGISLATION

Although the committee condemns witting disclosures of undercover
intelligence identities, it does not seek to criminalize such acts in every
context. The committee recognizes fully that the bill’s proscriptions
operate in. an area fraught with first amendment concerns and has
limited its scope in order to criminalize only those disclosures which
proceed in violation of an express duty of care assumed by the dis-
closer or where the disclosure occurs in the context of a pattern or prac-
tice of identification and disclosures intended to impair U.S. intelli-
gence capabilities.

Thus, the bill applies to three well defined and limited classes of
individuals. The first consists of those who have had authorized (that
is, officially recorded) access to classified information identifying un-

SR
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dercover operatives, or “covert agents”, as they are termed by the bill.
This class would include only those individuals—principally Govern-
ment coworkers or supervisory officials—who would have Iiad a need
to know the identity of an undercover officer or an agent. This class
therefore includes only those who have undertaken never to reveal in-
formation to which they have been given access. Their promise of
secrecy was the reason for their being provided access to the identities
of covert agents, and disclosures—and disclosures alone—of the iden-
ti\tiei _(lllmy learned in this fashion are the most heavily penalized by
the bill.

The second class of individuals also includes those whe have access
to classified information, but not necessarily that which explicitly iden-
tifies covert agents. For a member of this class, however, it must be
shown that as a result of that access to classified information be learned
an intelligence identity. This class would include those in Government
whose jobs place them in a position to meet or learn the identitics of
covert agents. Although the Government need not be able to prove
that individuals in this class have had officially processed and approved
access to the actual identities of covert agents, it must show that as a
result of the position which they held they learned such identities.
Within certain higher level circles of Government such circumstances
are not uncommon. Since individuals in this class have also sworn to
maintain the secrecy of classified information provided to them, they
are believed by the committee to have a duty of care parallel to, but
less than, that binding those individuals included in the first class.
Thus, disclosures by the second class are penalized less severely than
those of the first class but still more severely than the third class.

The third and last class of individuals affected by the bill are those
who, although they never have had the kind of security clearance with
its accompanying duty of care which typifies members of the first and
second classes, engage in a deliberate effort or practice to identify and
expose covert agents “with the intent to impair or impede the foreign
intelligence activities of the United States” and whose disclosures are
made with that same intent. Since this class potentially includes any
discloser of an undercover intelligence identity, the committee has paid
particular attention to limiting its embrace to those whose clear plan
and practice is to identify and then place on the public record the
secret identities of covert agents with the deliberate aim of disrupting
a legitimate and highly valuable function of Government.

This class does not include those who, in disclosing a secret intelli-
gence identity, merely voice criticism of, or display animus toward, in-
tellicence agencies. Rather, they must be those whose intentional, well
evidenced purpose it is to (1) idertify and (2) expose covert agents
(3) with the intent to impair or impede U.S. intelligence activities and
(4) whose disclosure, the subject of the prosecution, must be made with
the same intent to impair or impede.

It is the purpose of the committee in limiting the, above class to
thereby preclude the inference and exclude the possibility that any
speech—be it. casunal discussion, political debate, the journalistic pur-
suit of a story on intelligence. the disclosure of illegality or impropriety
in Government—other than that so described will be chilled by the
enactment of the bill. Further, the bill also provides that no prosecu-
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tions for conspiracy, aiding or abetting or misprision in the commis-
sion of an offense by a member of any of the three classes of individuals
affected by the bill can occur unless the individual accused also evi-
denced, in the course of conduct, the intent to impair or impede the
foreign intelligence activities of the United States.

Beyond its concern for narrowing the application of the bill to those
whose duty of care or activities render disclosure criminal, the com-
mittee devoted great care in limiting the scope of the. intelligence
identities the disclosure of which should be criminalized. In so doing,
the committee relied on three principles of selection. First, it required
that identities, to be protected, must be properly classified. Second,
the disclosure of the identity must produce the possibility of harm be-
yond the reasonable expectance of the U.S. Government to prevent.
Last, the intelligence identity must be such that disclosure would
likely reduce the individual’s future—effectiveness for intelligence

Using these criteria, the committee has fashioned the definitions of
protected identities to include only covert agents of the CIA, intelli-
gence components of the Department of Defense and the foreign coun-
terintelligence and foreign counterterrorism components of the Fed-
. era Bureau of Investigation. : : :

) ; The committee further defines the term covert agent to include only
3 three categories of individuals. The first group consists of present
4 officers or employees or members of the armed services of the above
~ named agencies serving outside the United States or those who pro-
fessional involvement in clandetine operations will result in their serv-
ing overseas again. Such individuals all serve undercover, for ex-
ample, using alias or disguise. Serving overseas, they cannot claim the
protection of U.S. laws or the police power of the Government. Ex-
posure broad or within 5 years from last returning abroad (a provi-
sion calculated to include those who may be home in the U.S. for a
: tour or a visit) could—as it has already—result in heightened danger
for these individuals or their families. Clearly, it would diminish their
, effectiveness as clandestine operators.

i ] The second category includes U.S. citizens who reside and act out-
' e side the U.S. as agents, informants or sources of operational assist-
3 ance to an intelligence agency, or agents or informants of the FBI’s
counterintelligence or counterterrorism units wherever they may be.
These individuals are those who, because of their operations overseas
3 (although not necessarily continuous in span) or their involvement in
’ the dangerous fields of counterintelligence or counterterrorism, could
suffer severely because of public identification with a U.S. intelligence
agency. In the case of the FBI agents or informants, even though they
may be present in the United States, the nature of the individuals and
groups with which they come into contact suggests strongly that
physical danger is a part of their operational milieu.* :

The identity of each such individual in this second category must
be properly classified. This group of individuals is one whose impor-

tance to U.S. intelligence operations is real. The category has been

NEERE PRI

1 The merits of the inclusion of these FBI personnel were brousht out in an exchange
of correspondence between Hon. C. W. Bill Young, a member of the committee, and Hon.
William Webster, Director of the FBL.




defined in such a way as to exclude those U.S. citizens residing in the
United States whose relationship with an intelligence agency may be
concealed but who would suffer at most embarrassment from the disclo-
sure of this relationship. The committee believes that physical danger
or some reasonable expectation thereof serves as a good selector among
others in shaping this and other categories of covert agents. Such a
criterion serves to exclude relationships which public policy may wish
to conceal but the protection of which does not require the onus of
criminal sanctions.

The last category of covert agent consists of all aliens who serve, or
who have served, as agents, informants or sources of operational as-
sistance of intelligence agencies. To be included, their relationship
must remain classified. The committee fecls that this more broadly
defined group also reflects the realities of life for an alien who has
assisted a U.S. intelligence agency and who remains overseas or ever
hopes to return to his country. Without the anonymity of silence about
a present or past relationship with the U.S. Government, such indi-
viduals would neither continue the association nor-—in some coun-
tries—hope to survive revelation of that relationship. The further
ramifications of a public disclosure could include reprisals against
family and friends, imprisonment or death.

In addition to the care with which the classes of individuals affected
by the bill and those whose identities are to be protected have been de-
fined, the committee has also devoted care to the other elements of the
oftense noted in ILR, 5615. All disclosures criminalized by the bill
must be intentional, that is, the defendant inust have consciously and
deliberately willed the act of disclosure, the consequences of which he
was fully aware. Further, the Government must prove that what he
knew included the full realization that the sum of his acts was the
disclosure of a protected intelligence identity, one which he knew the
Government was taking affirmative steps to conceal. In effect, he must
be shown to have known that he was disclosing an undercover rela-
tionship, one protected by the statute the bill would create.

The bill additionally creates an affirmative defense to the effect that
no offense has been committed where the defendant can show that the
Government has publicly acknowledged or otherwise publicly revealed
the intelligence identity the disclosure of which is the subject of the
prosecution.

The committee believes that it has considered and crafted the pro-
visions of H.R. 5615 with care. Its simple purpose has been to prevent
the disruption of legitimate, important intelligenco operations while
avoiding the proscription of merely critical or newsworthy publica-
tions. The principle thrust of this effort has been to criminalize those
disclosures which clearly represent the conscious and pernicious effort
to eliminate the capability to conduct intelligence operations. Yet the
committee also recognizes that there is another aspect of this prob-
lem which requires a different solution.

The committee is compelled to note, although a full discussion of
cover for intelligence operatives abroad is inappropriate in the context
of this pbulic report, that provisions for the concealment of intelli-
gence operatives are not fully adequate. Accordingly, the committee
has included a provision requiring the President to promnulgate pro-
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cedures that will help to rectify this situation. These procedures are
to ensure that intelligence cover agents are effective. They are to pro-
vide that departments and agencies of Government designated by the
President are to afford all appropriate assistance—determined by the
President—to this end. , :

; This provision of the bill does not require the President to do any-
‘% thing not now being done about intelligence cover arrangements. It
£ does not stipulate which elements of Government shall provide assist-
ance or what that assistance must be. It requires only that the Presi-
dent of the United States review these questions and determine the
% appropriate interest of the United States. In so doing, the provision

recognizes the fact that only the President has the authority and duty
to truly resolve this question and only he will have the requisite de-
tachment to make a decision that can result in the adequate provision
of cover to undercover intelligence operatives. ;

Notwithstanding the above, and recognizing the fact of recent im-
provements, the committee notes that the reason for the inclusion of
the cover provision in the bill stems from a grave concern shared by
all members that insufficient foresight has led to the atrophy of U.S.
Government policy in this area which does not contribute to the best
possible U.S. intelligence effort. The committee feels constrained to
say no more about this subject except to note that it will communicate
its strong feelings in this regard directly to the President in hopes
that current policies can be reexamined.

R TI

CoNCLUSION

The committee does not pretend to believe that HL.R. 5615 will solve

: all the problems associated with preserving undercover intelligence
E identities, nor, as noted above, would it be constitutionally or practi-
cally prudent to so. What H.R. 5615 represents is the committee’s
best judgment on a combination of provisions which, if implemented,
will remove present dangers and those which are reasonably fore-
seeable. To critics of this carefully balanced approach this committee
can only offer its belief that the bill’s strictures and requirements are
; delicately poised. To be effective, the bill has criminalized the disclo-
sure of information which the Government seeks to protect but which
: the defendant need not have acquired from classification (that is,
formally protected) sources. To be reasonable, this same approach re-

quires very explicit involvement in systematized identification and

disclosure of covert agents with a similarly clear and pernicious intent.

The choices involved allowed no resort to simple answers, no comfort

in exclusive principle or authority, no hope in present alternatives.

The committee strove to choose wisely. Careful application of the pro-

:;:Ems of H.R. 5615 will insure the appropriateness of the choices

e.

Hisrory oF 1aE Biuo

H.R. 5615 was introduced by Mr. Boland, chairman of the Commit-
tee, on October 17, 1979. It was cosponsored by all the members of the
committee.

In January of 1980, the Subcommittee on Legislation, with Mr.
Mazzoli presiding, conducted two full days of hearings on H.R. 5615
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and other proposals which would establish criminal penalties for the
unauthorized disclosure of the names of undercover U.S. intelligence
officers and agents. The subcommittee heard from the following
witnesses:
Representative James C. Wright (D-Texas) ;
Representative Charles E. Benuett (D-Florida) ;
Hon. Frank C. Carlucei, Deputy Director of Central Intelli-
gence;
Robert L. Xeuch, Associate Deputy Attorney General;
William E. Colby, former Director of Central Intelligence;
Floyd Abrams, esq., Cahill, Gordon & Reindel;
Jack Blake, president, Association of Former Intelligence
Officers;
Morton Halperin, Director, Center for National Security
Studies;
John Shattuck, director, Washington Office, ACLU
Jerry J. Berman, legislative counsel, ACLU;
Ford Rowan, assistant professor of journalism, Northwestern
University;
M. Stanton Evans, political commentator and director, National
Journalism Center;
William H. Schaap, coeditor, CovertAction Information
Bulletin;
Ellen Ray, coeditor, CovertAction Information Bulletin; and
Louis Wolf, coeditor, CovertAction Information Bulletin.
On July 25, 1980, the full committee met to consider intelligence
identities legislation. II.R. 5615, as amended, was approved by voice
vote and ordered reported favorably.

SECTION-BY-SECTION ANALYSIS

Section 501—D7isclosure of Identities
Section 501 establishes three distinet criminal offenses for the inten-
tional disclosure to unauthorized persons of information identifying
covert agents. The distinction among the offenses is based on the de-
fendant’s previous authorized access to classified information, or lack
thereof. The greater the degree of such access, the greater is the duty
of trust assumed by the defendant and the greater is the penalty for
breach of such duty. In addition, the elements of proof are fewer
against defendants with authorized access to classified information.
Section 501 (a) applies to those individuals who have been given
authorized access to classified information which identifies a covert
agent. Such individuals, usnally employees of the United States with
the most sensitive security clearances, have by their own affirmative,
voluntary action undertaken a duty of nondisclosure of the nation’s
most sensitive secrets. It is appropriate, in the committee’s view, to
impose severe penalties for the breach of this duty and to hold a de-
fendant in such category to stricter standards of liability. )
Therefore, an individual who has had authorized access to classi-
fied information identifying a covert agent would be subject to a fine
of $50,000 or imprisonment for 10 years, or both, if he or she—
Intentionally discloses, to any individual not authorized to re-
ceive classified information, any information identifying such
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Knowing that the information disclosed identifies such agen
and

Knowing that the United States is taking affirmative measures
to conceal the agent’s intelligence relationship to the United
States. :

The word “intentionally” was carefully chosen to reflect the com-
mittee’s intent to require that the Government, prove the most exacting
state of mind element in connection with section 501 offenses.

It should be evident, but the committee wishes to make perfectly
clear, that the words “identifies”, “identifying”, and “identity”, which
are used throughout section 501 are intended to connote a correct status
as a covert agent. To falsely accuse someone of being a covert agent
is not a crime under this bill. . — :

The reference to “affirmative measures” is intended to narrowly
confine the effect of the bill to relationships that are deliberately con-
cealed by the U.S. Government.

The bill would apply to disclosure of an identity only where affirma-
tive measures had been taken to conceal such identity, as, for example,
by creating a cover or alias identity or, in the case of intelligence
sources, by using clandestine means of communication and meeting to
conceal the relationship involved. Proof of knowledge that the United
States takes affirmative measures to conceal the relationship will de-
pend upon the facts and circumstances of each case. Proof of knowl-
edge could be demonstrated by showing that the person disclosing the
information has or had an employment or other relationship with the
United States that required or gave him such knowledge. It could also
be demonstrated by statements made in connection with a disclosure
or by previous statements evidencing such knowledge.

If also is to be emphasized that though the identity disclosed must
be classified (see section 506(4)) the actual information disclosed
need not be. For example, the phone number, address, or automobile
license number of the CIA. station chief in Ruritania is not classified
information; the disclosure of such information in a manner which
identifies the holder as the CIA station chief is an offense under the
bill. However, the connection between the information disclosed and
the correct identity of the covert agent must be direct, immediate, and
obvious.

Finally, in connection with section 501(a), it should be noted that
the identity which is disclosed and which is the subject of the prose-
cution must be an identity to which the offender, through authorized
access to classified information, was specifically given access.

Section 501(b) applies to those who learn the identity of a covert
agent “as a result of having authorized access to classified inlorma-
tion”. Basically, it covers those whose security clearance place them in
a position from which the identity of a covert agent becomes known
or is made known. For example, such a person could be one who worked
at the same location as an undercover CIA officer. The distinction be-
tween this category of offenders, and the category covered by section
501(a), is that under section 501(a) the offender must have had au-
thorized access to specific classified information which identifies the

3 Lesger degrees of mental culpability are knowirig. reckless, and negligent. See 8. Rept.
96-553, pages 6269 (Criminal Code Reform Act of 1979, Report of the Commlttee on the
Judiclary, U.S. Senate, to accompany S, 1722.)
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covert agent whose disclosure is the basis for the prosecution. Section
501(b), on the other hand, requires that the identity be learned only “as
a result” of an authorized access to classified information in general.

As with those covered by section 501(a), those in the 501(b) cate-
gory have placed themselves in a special position of trust vis-a-vis the
U.S. Government. Therefore, it is proper to levy stiffer penalties and
require fewer elements to be proved than for those who have never had
any authorized access to classified information (see section 501(c)).
However, the committee recognizes that there is a subtle but signifi-
cant difference in the position of trust assumed between an offender
within the section 501(a) category and an offender in the section 501
(b) category. Therefore, the penalty for a conviction under section
501(b) is a fine of $25,000 or 5 years imprisonment, or both.

With the two exceptions discussed above—the relationship of the
offender to classified information and the penalty for conviction—the
two offenses, and the elments of proof therefor, are the same.

Section 501 (c¢) applies Lo any person whe discloses the identity of
a covert agent.

As is required by subsection (a) and (b), the Government must
prove that the disclosure was intentional, that the relationship dis-
closed was classified, and that the offender knew that the Government
was taking affirmative measures to conceal the intelligence relation-
ship of the covert agent.

Furthermore. as is also the case with sections (a) or (b), the actual
information disclosed does not have to be classified.

Unlike the previous two sections, authorized access to classified in-
formation is not a prerequisite to a conviction under section 501 (c).
An offender under this section has not voluntarily agreed to protect
any Government information nor does he owe the Government any
particular duty of mondisclosure. Therefore, section 501(c) estab-
lishes two elements of proof not found in sections 501 (a) or (b). The
United States must prove that—

The disclosure was made in the course of an effort to identify
and expose covert agents, which effort was undertaken nwith the
intent to impair or impede the foreign intelligence activities of
the United States; and

The disclosure itself was made with such intent.

H.R. 5615, as introduced, required that to be criminal the disclosure
made by those with no access to classified information would have to
be made “with the intent to impair or impede the foreign intelligence
activities of the United States.” Both public and Government witnesses
criticized this provision as too sweeping. They stated their belief that
it could be used to punish journalists and others who wrote stories or
spoke out about intelligence failures or wrongdoing or (Government
whistleblowers, even though the Dill states in section 502(c) that the
specific intent element cannot be proved solely by the fact of the dis-
closure itself.

As reported, the bill seeks to meet these criticisms by requiring that
the disclosure must be “in the course of an cffort to identify and expose
covert agents with the intent to impair and impede the foreign intelli-
gence activities of the United States.” The added requirement that the-
disclosure be “in the course of an effort to identify and expose” under-
cover officers and agents makes it elear that the defendant must be
engaged in a conscious plan to seek out undercover intelligence opera-
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tives and expose them with the intent to destroy U.S. intelligence
efforts. The defendant, in other words, has made it a practice to ferret
out and then expose undercover officers or agents for the purpose of
damaging an intelligence agency’s effectiveness and the disclosure
which is the subject of the prosecution must be made with that intent.
It should be noted that, though in most cases an offense will require &
series of disclosures, in some circumstances, where other evidence can
demonstrate a plan or practice, one disclosure would be sufficient to
establish an offense under this subsection. Whistleblowers, those who
republish previous disclosures, and critics of U.S. intelligence would
all stand beyond the reach of the law if they made their disclosures for
purposes other than the impairment of U.S. intelligence activities.

A journalist writing stories about the CIA would not be engaged in
the requisite “effort”, even if the stories he or she wrote included the
names of one or more covert agents, unless the Government proved that
there was a specific effort to 1dentify and expose agents and that this
effort was intended to impair or impede. For example, an effort by a
private institution to determine if, against its policy, an employee 1s
also an employee or agent of an intelligence agency, would not be
covered.

The Government, of course, can attempt to demonstrate such dis-
closures were made with the intent to impair or impede and in the
course of an effort so intended. It would not be sufficient to show that
the discloser had reason to believe that the release would impair or im-
pede, rather the Government must show that that was the purpose of

the disclosure.
Section 502—Defenses and Ewceptions
Section 502 («) states that—

It is a defense to a prosecution under section 501 that before
the commission of the offense with which the defendant is
charged, the United States had publicly acknowledged or
revealed the intelligence relationship to the United States of
the individual the disclosure of whose intelligence relation-
ship to the United States is the basis for the prosecution.

This provision is intended to encompass such public activities as
official publications of the United States, or official statements or press
releases made by those acting on behalf of the United States, which
specifically acknowledge or reveal an intelligence relationship. In addi-
tion, the United States has “revealed” an intelligence relationship if it
has published information which directly and immediately identifies
someone as a covert agent, An identification is .ot direct and immediate
if it can be made only after an effort to seek out and compare, cross-
reference, and collate information from several publications or sources.

Section 502(b) (1) and (2) insure that a prosecution cannot be main-
tained under section 501 (a), (b), or (c), upon theories of alding and
abetting, misprison of a felony, or conspiracy, against an individual
who does not actually disclose information unless the Government can
prove the “in the course of an effort” and the intent elements which are
part of the substantive offense of section 501(c). A reporter to whom is
leaked, illegally, the identity of a covert agent by a person prosecutable
under section 501 (a) or (b) would most likely not possess the necessary
intent or be engaging in the requisite course of conduct.




Approved For Release 2007/03/01 : CIA-RDP83M00210R000300060010-7

A= L TR il e T v B e s 4 e vt g

14

Section 502(¢) states that :
In any prosecution under section 501(c), proof of inten-
tional disclosure of information described in such section, or
inferences derived from proof of such disclosure, shall not
alone constitute proof of intent to impair or impede the for-
eign intelligence activities of the United States.

This provision is intended to require the Government, when attempt-
ing to prove the intent elements of section 501 (¢), to produce some evi-
dence of intent in addition to the inferences that may be drawn from the
fact of intentional disclosure. Thus the evidentiary rule that a person is
presumed to intend the foreseeable consequences of his actions cannot
be used as the sole basis to prove that the “effort” was undertaken with
the requisite intent or that the disclosure was made with the requisite
mtent.

Section 502(d) is intended to make clear that disclosures made di-
rectly to the House or Senate Intelligence Committecs are not criminal
offenses.

Section 503—Prozedures for Establishing Cover for Intelligence Ofi-
cers and E'mployees

Section 503 requires the President to establish procedures to ensure
that undercover intelligence officers and employees receive effective
cover. To this end, the section alse stipulates that the procedures shall
provide that those departients and agencies of the government desig-
nated by the President to provide assistance for cover arrangements
shall provide whatever assistance the President decms necessary to
effectively maintain the secrcey of such officers and employees.

This provision of the bill does not require the President to do any-
thing not now being done about intelligence cover arrangements. It does
not stipulate which elements of Government shall provide assistance or
what that assistance must be. 1t requires only that the President of the
United States review these questions and determine the appropriate
interest of the United States. In so doing, the provision recognizes the
fact that only the President has the anthority and duty to truly resolve
this question and only he will have the requisite detachment to make a
decision that can result in the adequate provision of cover to undercover
intelligence operations.

Section 503(b) excepts the mandated regulation from any require-
ment for public disclosure. In lieu of such disclosure, the committee
expects the regulations to be made available to the YTouse and Senate
Intelligence Committee. The committee would also note that it is not
its intent that section 503 be interpreted to require or suggest that exist-
ing public regulations concerning use of clerics, academics, and media
for cover be made secret.

Section §0}—Fxtraterritorial Jurisdiction

This section is intended to remove any doubt of the Congress’s in-
tent to authorize the Federal Government to prosecute a U.S. citizen
or permanent resident alien for an offense under section 501 committed
outside of the United States.?

3 For discussion of Congress's power to authorize such proszecution, see Notes, “HExtra-
territorial Jurisdiction—Criminal Law" 13 Harv. Int. Law Journal 347 : “IExtraterritorial
Application of Penal Legislation,” 64 Mich, Law Rev. 609; and Working Papers of the
Nattonal Commission on Reform of Federal Criminal Laws, Vol. I, p. 69 (1970).
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Section 505——Providing Information to Congress .
This section is intended to make it absolutely clear that no provision 7

of the legislation may be relied on in any manner by the executive
E branch as a basis for withholding information from the Congress.
Section 506—Definitions

Section 506(1) defines “classified information”. It means identifi-
3 able information or material which has been given protection from
unauthorized diselosure for reasons of national security pursuant to

: the provisions of a statute or Executive order. )
3 Section 506(2) defines “authorized”. When used with respect to

P

4 access to classified information it means having authority, right, or
; permission pursuant to the provisions of a statute, executive order,
; directive of the head of any department or agency engaged in foreign
intelligence or foreign counterintelligence activities, order of a U.S.
court, or the provisions of any rule of the House of Representatives
or resolution of the Senate which assigns responsibility within the re-
spective House of Congress for the oversight of intelligence activities.
g ] Section 506(3) defines “disclose”. It means to communicate, provide,
] i impart, transmit, transfer, convey, pubish, or otherwise make
’ available. '

Section 506(4) defines “covert agent”. The term encompasses three
distinct groups. In the first group are officers or employees of (or mem-
bers of the Armed Forces assigned to) an intelligence agency whoso
identity is classified and who are serving outside the United States at
the time of the disclosure or have so served within the previous 5 years.

In the second group are U.S. citizens in the United States who are
agents of, or informants or sources of operational assistance to, the
foreign counterintelligence or counterterrorism components of the
FBI, or U.S. citizens outside the United States who are agents of, or
informants or sources of operational assistance to an intelligence
. agency. In each instance the intelligence relationship must be properly
classified.

In the third group are present or former agents of an intelligence
agency and informants or sources of operational assistance to an in-
telligence agency whose identity 1s classified and who are not U.S.
citizens. :

The committee intends the term “agent” to be construed according to
traditional agency law. Essentially, an agent is a nonemployee over
8 whom is exercised a degree of direction and control. A “source of op-
: erational assistance”, on the other hand, is a nonemployee who is not
subject to direction and control, but who supports or provides assist-
ance to intelligence activities which are under direction and control.

The committee has given long and careful thought to the definition
of “covert agent” and has included within it only those identities which
it is absolutely necessary to protect for reasons of imminent danger to
life or significant interference with legitimate and vital intelligence
activities. Undercover officers and employees overseas are in special
danger when their identities are revealed, as recent events indicate. In
addition, U.S. intelligence activities are disrupted severely when the
identity of an officer in the clandestine service is disclosed, even when

he or she is temporarily in the United States for rest, training, or re-
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assignment. Thus, the definition includes those intelligence agency
officers or employces whose identities have a classified cover and who
have served overseas within the previous 5 years.

Overseas agents and informants who are not U.S. citizens can expect
instant retribution when their relationship to the United States 1s ex-
posed. If they reside in the United States their relatives abroad are
endangered. In both instances, important sources of information are
denied by disclosure, and possible future sources are less forthcoming.
For these reasons the bill protects the identities of foreign agents, in-
formants and sources be they within or without the United States at
the time of the disclosure.

The committee has carefully crafted H.R. 5615 to insure it does not
chill o1 stifle public criticism of intelligence activities or public debate
concerning intelligence policy. An example of such drafting is the

anner in which the definition of “covert agent” treats U.S. citizens
who are not intelligence agency officers or employces. If such individ-
uals—informants or sources—reside and act outside the United States,
the revelation of their relationship would exposc them {o immediate
and serious danger, and so their identity is protected.

However, the physical danger element is much less, if present at
all, within the United States. Furthermore, U.S. citizens residing
within the U.S. who assist intelligence agencies, may be employees
of colleges, churches, the media, or political organizations. The de-
igree of involvement of these groups with intelligence ngencies is a
egitimate subject of national debate and intragroup discourse. There-
fore, the bill; in establishing criminal offenses for disclosures of the
identities of covert agents, includes U.S. citizens residing within the
United States within the operative definition only 1f the citizen is an
agent of or informant to the foreign counterintelligence or foreign
counterterrorism components of the FBI, These components are espe-
cially significant in terms of the country’s real national security in-
terests and maintain particularly sensitive relationships with their
agents and informants. Domestic agents and informants of the CIA
or the DOD who are U.S. citizens are not included within the
definition.

Section 506 (5) defines “intelligence ageney”. It means the Central
Intelligence Agency, any foreign intelligence component of the De-
partment of Defense, or the foreign counterintelligence or foreign
counterterrorism components of the FBIT.

Section 506 (6) defines “informant”. It means any individual who
furnishes information to an intelligence agency in the course of a
confidential relationship protecting the identity of such individual
from public disclosure. This definition, along with that of “covert
agent”, insures that the term “informant” does not include all possible
sources of assistance or information, but is narrowly defined to bring
within it a limited number of individuals whose identity is classified
and whose relationship with an agency is or has been conducted on a
regularized and ongoing basis as part of an established informant

rogram.

Section 506 (7) defines “officer” and “employee” with the definition
given such terms by section 2104 and 2105, respectively, of Title 5,
United States Code.

L
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Section 506 (8) defines “Armed Forces” to mean the Army, Navy,
Air Force, Manine Corps, and Coast Guard.

Section 506 (9) defines “United States”. When used in a geographic
sense it means all areas under the territorial sovereignty of the United
States and the Trust Territory of the Pacific Islands.

Coxoarres Posrrion

On July 23, 1980, a quorum being present, the Permanent Select
Committee on Intelligence approved H.R. 5615, with amendments, by
voice vote and ordered that it be reported favorably.

‘OversicET FINDINGS

With respect to clause 2(1) (3) (A) of rule XX of the Rules of the
House of Representatives, the committee notes that it has conducted
an extensive investigation, which has included both public and execu-
tive session hearings, on the ability of the United States to keep secret
the identities of its undercover intelligence officers and agents. The
committee findings in this area have resulted in its recommendation
that new legislation (H.R. 5615) be enacted. The committee’s reason-
ing is set out in the body of this report.

CoNGRESSIONAL BupGET ACT

Pursuant to clause 2(1) (3) (B) of rule XI of the Rules of the House
of Representatives, the committee notes that this legislation does not
provide for new budget authority or tax expenditures.

CoxcressioNAL Bupeer Orrice EsTiMATE

Pursuant to clause 2(1) (3) (C) of rule XTI of the Rules of the House
of Representatives, the committee notes that it has not received an
estimate from the Congressional Budget Oftice under section 403 of the
Congressional Budget Act.

RecornespaTioNn oF THE CodIITTEE oN GOvERNMENT OPERATIONS

Pursuant to clause 2(1) (3) (D) of rule XI of the Rules of the House
of Representatives, the committee notes that it has not received a report
from the Committee on Government Operations.

InrraTION IMPACT STATEMENT

Pursuant to clause 2(1) (4) of rule XI of the Rules of the House of
Representatives, the committee finds that enactment of HL.R. 5615 will
have no inflationary impact on prices or costs in the operation of the
national economy.

Five-Year Prosecrion

Pursuant to clause 7(a) (1) of rule XIII of the Rules of the House
of Representatives, the committee has determined that no measurable
additional costs will be incurred by the Government in the administra-
tion of H.R. 5615.
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Execurive Braxca EsTivATES

The commitiee has received no cost estimates from the executive
branch and is therefore unable to compare the Goverament’s cost esti-
mates with its own estimates pursnant to clause 7(a) (2) of rule XIIT
of the Rules of the House of Representatives.

Cuances 1IN Existine Law Mape By Tae Brin, As REPORTED

In compliance with clause 3 of rule XIJI of the Rules of the Xouse
of Representatives, changes in existing law made by the bill, as re-
ported, are shown as follows (new matter is printed n italic, existing
law in which no change is proposed is shown in roman) :

NaTioNAL SeECUrRrTY Act oF 1947

AN ACT To promote the national security by providing fer a Secretary of De
fense; for a National Mililary Establishment; for a Depavtment of the Army,
a Department of the Navy, and a Department of the Air Force; and for the
coordination of the activities of the National Military Establishment with
other departments and agencies of the Government concerned with the national
security

Be it enacted by the Senate and House of Representatives of the
United States of America in Congress aszcrnbled,

BHORT TITLE
That this Act may be cited as the “National Security Act of 1947”.

TABLE OF CONTENTS
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TITLE V—PROTECTION OF CERTAIN NATIONAL
SECURITY INFORMATION

DISCLOSURE OF IDENTITIES OF CERTAIN UNITED STATES UNDERCOVER
INTELLIGENCE OFFICERS, AGENTS, INFORMANTS, AND SOURCES

Skc. 601. (a) Whoever, having or having had awthorized access to
classified information that identifies a covert agent, intentionally dis-
closes any information identifying such covert agent to any individucl
not authorized to receive classified information, knowing that the infor-
mation disclosed so identifies such covert agent and that the United
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States is taking afirmative measures to conceal such covert agent’s in-
telligence relationship to the United States, shall be fined not more
than $50.000 or imprisoned not more than ten years, or both.

(b) Whoever, as a result of having authorized access to classified
information, learns the identity of a covert agent and intentionally
disclosures any information identifying such covert agent to any indi-
vidual not authorized to receive classified information, knowing that
the information disclosed so identifies such covert agent and that the
United States is taking affirmative measures to conceal such covert
agend’s intelligence relationship to the United Stotes, shall be fined not
more than $25,000 or imprisoned not more thon five years, or both.

(¢) Whoever, in the course of an effort to identify and expose covert
agents with the intent to impair or impede the foreign wntelligence
activities of the United States, discloses, with the intent to impair or
impede the foreign intelligence activities of the United States, to any
individual not outhorized to receive classified information, any infor-
mation that identifies a covert agent knowing that the information dis-
closed so identifies such covert agent and that the United States is tak-
ing affirmative measures to conceal such covert agent’s intelligence rela-
tionship to the United States, shall be fined not more than $15,000 or
imprisoned not more than three years, or both.

DEFENSES AND RBXCEPTIONS

Skc. 502. (@) It i3 a defense to a prosecution under section 501 that
before the commission of the offense with which the defendant is
charged, the United States had publicly acknowledged or revealed the
intelligence relationship to the United States of the individual the dis-
closure of whose intelligence relationship to the United States is the
basis for the prosecution.

(b) (1) Subject to paragraph (2), no person other than a person
committing an offense under section 501 shall be subject to prosecution
under such. section by virtue of section 2 or 4 of title 18, United States
Code, or shall be subject to prosecution for conspiracy to commit an
offense under such section.

(2) Paragraph (1) shall not apply in the case of a person who acted
in the course of an effort to identify and expose covert agents with the
intent to impair or impede the foreign intelligence activities of the
United States.

(¢) In any prosecution under section 501(c), proof of intentional
disclosure of information described in such section, or inferences de-
rived from proof of such disclosure, shall not alone constitute proof of
intent to impair or impede the foreign intelligence activities of the
I"nited States.

(d) It shall not be an offense under section 501 to transmit informa-
tion. described in such section directly to the Select Committee on In-
telligence of the Senate or to the Permanent Select Committee on Intel-
ligence of the House of Representatives. -

PROCEDURES FOR ESTABLISHING COVER FOR INTELLIGENCE OFFICERS AND
AGENTS

Ske. 503. (@) The President shall establish procedures to ensure that
any individual who i3 an officer or employee of an intelligence agency,
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or a member of the Armed Forces assigned to duty with on intelli-

gence agency, whose identity as such an officer, employee, or member
w8 classified information and which the Uniled States takes affirmative
measures to conceal is afforded all appropriate assistance to ensure
that the identity of such individual as such an officer, employee, or
member is effectively concealed. Such procedures shall provide that
any department or agency designoted by the President for the pur-
oses of this section shall provide such assistanre as may be determined
y the President to be necessary in order to establish and effectively
maintain the scorecy of the identity of such individual as such an
officer, employec. or member.
(b) Procedures established by the President pursuant to subsection
(la) shall be excmpt from any vequirement for publication or dis-
closure. ~ :
‘ EXTRATERRITORIAL JURISDICTION

Sec. 50, There is jurisdiction over an offense under section 501
committed oulside the United States if the individual committing the
offense is a citizen of the United States or an alien lawfully admatted
to the United States for permanent residence ias defined in section
101 (a)-(20) of the Immigration and Nationality Act).

PROVIDING INFORMATION TO CONGRESS

See. 505. Nothing in this title shall be construed as auwthority to
withhold information from Congress or from a committee of either
House of (ongress.

DEFINITIONS

Src. 506. For the purposes of this title :

(2) The term “clussified information” means information or
material designated and clearly marked or clearly represented,
pursuant to the provisions of a statute or Executive order (or a
regulation or order issued pursuant to a Statute or Executive
order), as requiring a specific degree of protection against unau-
thorized disclosure for reasons of nationol security.

(2) The term “authorized”, when used with respect to access
to classified information, means having authority, right, or per-
mission pursuant to the provisions of a statute, Executive order,
directive of the head of any depariment or agency engaged in
foreign intelligence or counterintelligence activities, order of a
United States court, or provisions of any Rule of the House of
Representatives or resolution of the Senate which assigns re-
sponsibility within the respective House of Congress for the over-
stght of intelligence activities.

(3) The term “disclose” means to communicate, provide, im-
pg,;'t, transmit, transfer, convey. publish, or otherwise make avail-
able.

(4) The term ‘covert agent’” means—

(A) an officer or employee of an intelligence agency, or a
member of the Armed Forces assigned to duty with an in-
telligence agency—

(2) whose identity as such officer, employee, or member
is classified information, and
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(i) who is serving outside the United States or has
within the last five years served outside the United States 5

vtive (B) a United States citizen whose intelligence relationship
osure to the United States is classified information and—

i, or (2) who resides and acts outside the United States as
> that an agent of, or informant or source of operational assist-
- ance to, anintelligence agency, or

ined s (é2) who is at the time of the disclosure acting as an
rely = agent of, or informant to, the foreign counterintelligence

chan or foreign counterterrorism components of the Federal

Bureau of Inwestigation; or
% (C) on individual, other than a United States citizen,
"o ls- E whose past or present intelligence relationship to the United
: States is classified and who is a present or former agent of, or
k a present or former informant or source of operational as-

e Fiom,

a0t sistance to, an intelligence agency.
; the ; (8) The term “intelligence agency” means the Central Intells-
2 bed ; gence Agency, the foreign intelligence components of the De-

ction

partment of Defense, or the foreign counterintelligence or for-
: eign counterterrorist components of the Federal Bureau of
Inwvestigation.

(6) The term “informant” means any individual who furnishes
information to an intelligence agency n the course of o confiden-
tial relationship protecting the ideniity of such individual from
public disclosure.

(7) The terms “officer” and “employee” have the meanings given

such terms by sections 210} and 2105, respectively of title 8,
United States Code.

o (8) The term “Armed Forces” means the Arm: , Navy, Air
o], ' Foree, Marine Corps, ond Coast Guard.
o (9) The term “United Stotes”, when used in a geographic sense,
2 e means all areas under the territorial sovereignty of the United
g States and the Trust Territory of the Pacific [slands.
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